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Abstract 
Today’s world is experiencing rapid technological advancement 
like never before. The ever-changing technology space has 
overwhelmed citizens with a substantial load of information, 
which has made it difficult for them to keep up with the technology 
awareness. This review paper is written to provide information 
about the Internet of Things in a way that technical along with non-
technical individuals can understand the definition, historical 
evolution, components, and scope of IoT technology. Relevant 
literature published between January 2009 and February 2023 was 
included in this paper. The applications of the Internet of Things 
in healthcare have been a special focus of this paper as IoT has 
massive potential in this field and healthcare professionals often 
face significant issues in keeping their technology knowledge up 
to date. Moreover, some of the most common issues associated 
with IoT introduction in healthcare are also discussed in the paper 
along with some suitable recommendations. Although, IoT can 
significantly transform our lives and can introduce convenience 
and efficiency, particularly in the healthcare sector. However, its 
adoption in healthcare is still a major task due to various 
challenges presented by the health workforce. Thus, in-depth 
empirical research is suggested to assist the IoT technology 
transition. 
Keywords: 
Internet of Things, Technology education, Digital health, IoT use 
in healthcare. 

 
1. Introduction 
 

The 21st century is an era of rapid 
technological development, and the introduction of 
advanced technologies has constantly been redefining 
societies' functioning and future. It is expected that 
digital technologies will revolutionise conventional 
procedures and will provide solutions that have never 
been thought of before. Similarly, the healthcare 
industry is at the forefront of technological 
advancement due to rising costs and increasing 
workloads on healthcare organisations and clinicians 
[1]. However, the adoption of new technologies, such 
as the Internet of Things has not been smooth in the 
healthcare sector due to various challenges presented 
by healthcare professionals [2]. Thus, this paper is 
developed to provide detailed information about the 

evolution, components and uses of the Internet of 
Things to support the understanding of non-technical 
users, particularly healthcare professionals, about this 
new technology. 
 

2. Background - Internet of Things or IoT 

 
The Internet of Things (IoT) is a significant 

development in the field of information technology. 
Broadly, it refers to the connection of devices, such as 
everyday use objects or appliances to the internet and 
allowing them to send and receive data. The phrase 
"Internet of Things" is made up of two words 
"Internet" and "Things" [3]. The Internet is a global 
network of interconnected computers which serve 
users around the world. According to Statistics (2022) 
[4], as of April 2022, there were more than five billion 
Internet users worldwide, representing 63.1% of the 
world's population. The percentage of internet users 
has almost doubled in the last decade, and it is 
increasing at a fast rate, which not only illustrates the 
technological acceptance of individuals but also 
depicts technological dependence [5,3].  

However, the world order has not always been 
like this, it was only a few decades ago when scientists 
discovered the internet. Figure 1 illustrates the 
evolution of IoT and shows that almost four decades 
ago, in the pre-internet phase, communication was 
mainly conducted through the telephone line [6,7]. 
Then with the advent of the internet, mobile and email 
dominated communication mediums and this phase 
was called the 'Internet of Content' phase, where 
information was exchanged in the form of texts as well 
as visuals [6,7]. Following that, the 'Internet of 
Services' phase came along, where E-commerce 
becomes a major part of internet. Following that the 
fourth - the 'Internet of People', phase dominated, and 
people started communicating through social media 
applications such as Skype, Instagram, Facebook, etc. 
In the current time, the large-scale autonomous 
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connections have started between electronic devices 
which support independent communication through 
the internet, and this phase is called the IoT and lately, 
these interconnected electronic devices have started to 
conduct independent decision making using artificial 
intelligence (AI) incorporation [7]. 
 
 

 
Figure 1: Evolution of IoT   

               
The term “Internet of Things” (IoT) was coined 

by Kevin Ashton in 1999, who was a British 
technology pioneer and worked at the Massachusetts 
Institute of Technology [8,9].  In 2009 Kevin Ashton 
said that "I could be wrong, but I'm fairly sure the 
phrase "Internet of Things" started life as the title of a 
presentation I made at Procter & Gamble (P&G) in 
1999. Linking the new idea of RFID in P&G's supply 
chain to the then-red-hot topic of the Internet was 
more than just a way to get executive attention. It 
summed up an important insight which is still often 
misunderstood." [9].  Although, in today’s world IoT 
has been called different names and concepts such as 
Machine-to-Machine Interaction, Web of Things, 
Pervasive Computing, etc. [3,10]. Even some tech 
giants like Cisco and Intel have used the term ‘Internet 
of Everything’ and embedded ‘Everything’ instead of 
‘Things’ [10]. 

However, all these terms refer to the connectivity 
in everyday objects and the integration of computation 
that can increase the invisibility of technology in our 
lives and communication between devices without 
human intervention [3]. It is important to note that, 
despite advancements in technological awareness, the 
term IoT and other related terms are not widely 
understood by regular internet users [11]. One of the 
popular knowledge crowdsource websites, Quora, 
shows that the question “what is Internet of Things 
(IoT)?” or a similar question has been viewed over 
100,000 times, which demonstrates the popularity 
trend of IoT and the aptitude of individuals towards its 
understanding [12].   

As suggested above, IoT includes different 
components such as smart devices or machines that 
communicate with each other, gather information, and 
make decisions without human intervention [13]. 

Smart devices are a crucial part of this network as 
these devices use communication protocols to transmit 
collected data through sensors, which are then stored 
in a cloud infrastructure for processing. As shown in 
figure 2, the ecosystem of IoT includes smart devices, 
communication protocols, and cloud structures for 
data storage and analysis [13]. Processing, storing, and 
analysing the data in the cloud is important, and 
machine learning or AI methods are often used for this 
purpose [14]. 
 

 
Figure 2: Core components of IoT [14].                                       

 

3. IoT Layers  

 
The three core components of IoT are also often 

classified into three layers: the perception layer, the 
network layer and the application layer (Figure 3) [15]. 
The perception layer is the physical layer and consists 
of sensors that gather information about the 
environment [15]. The network layer is responsible for 
connecting smart devices, network devices, and 
servers and transmitting and processing sensor data 
[15]. The application layer delivers application-
specific services to the end user and specifies various 
areas where IoT can be utilized, such as smart 
industries, smart cities, smart health etc [15]. The 
sensor layer or perception layer is similar to human 
receptors such as eyes or ears and is responsible for 
gathering information from the environment through 
various sensors. These sensors include but are not 
limited to temperature, humidity, movement and 
vibration sensors and are used to detect and collect 
data about different aspects of the environment. The 
specific sensors chosen for a particular application 
will depend on the specific needs and goals of the 
system [16]. 

The network layer is responsible for transmitting 
data between the perception and application layers. 
This layer uses various communication technologies, 
such as cellular networks, satellite, WiFi, Bluetooth, 
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and low-power wide-area networks (LPWAN), to 
transmit data from physical objects. The data can be 
transmitted wirelessly or through a wired connection, 
such as via a gateway/router or via ethernet directly to 
the internet [3,14]. The application layer is responsible 
for the operation and management of all applications 
within a system. It provides services to these 
applications and processes the data received from the 
network layer [14]. The processing of this data can 
range from simple checks, such as verifying that a 
temperature reading is within a certain range, to more 
complex tasks, such as using computer vision to 
identify objects in video footage which may 
incorporate AI [17]. These results are then shown to 
the user on some sort of interface, where meaningful 
data is presented to assist user in decision making [17]. 

 
Figure 3: Three layers of IoT   

 

4. Artificial Intelligence or AI 

 
The capacity to incorporate AI in IoT is the 

primary factor that makes this technology 
substantially different from other technologies. 
Artificial intelligence or AI is the most recent 
invention of computer science aimed at creating 
machines that can accomplish tasks that 
conventionally require human assistance or mainly 
human intelligence ([18,19]. These tasks may include 
but are not limited to solving complex problems, 
making independent decisions, learning 
autonomously and adapting to new situations. Further, 
it is only fair to suggest that AI is different to human 
brain in some ways but better in most ways. For 
instance, human intelligence holds the ability to make 
creative and innovative decisions, while AI systems 
are designed to choose the most appropriate decision 
based on the available data and algorithms. Similarly, 
AI systems are highly effective in reducing the 
repetition of tasks and improving efficiency, as they 
can process and analyse data faster than humans and 
operate around the clock without the need for a break 

or rest [18]. Overall, the development of AI has the 
potential to significantly impact how humans work 
and live by automating many routine tasks and freeing 
humans to focus on more complex and creative work 
[18]. However, it also indicates a direct threat to 
working-class individuals in society, including those 
who are involved in repetitive work or work that is 
based on standard protocols, which can be replaced by 
AI or IoT incorporating AI [19]. 
 
5. Methodology 
 

Relevant literature published between January 
2009 and February 2023 in peer-reviewed journals and 
reliable websites was included in this research. Since 
the topic of the paper is relatively novel, special 
consideration was given to source and include up-to-
date knowledge in this paper.  
 

6. Overview of IoT Applications Around the 
Globe 

 
IoT has multidisciplinary applications in the 

world, which range from environmental applications 
to transportation and infrastructure, agricultural, 
industrial and health [17,20]. Figure 4 shows some of 
the vital applications of IoT in critical sectors of the 
world. Smart city is one of the trendy IoT application 
areas, which include smart homes, streets, commercial 
markets and other structural and functional 
components of the cities [20]. IoT-enabled smart 
homes include home appliances such as television, 
home heating and colling systems, security systems 
and other audio/video streaming devices, all 
connected to work independently and efficiently 
[20,21].  

The application of IoT in smart cities not only 
provides comfort to the users but also assists house 
owners in reducing energy costs, which may have 
much broader beneficial impacts on the environment 
[22]. Similarly, modern cars are equipped with smart 
intelligent sensors and devices that can control most 
components of cars ranging from headlights to the 
engine. The IoT is planned to integrate new systems in 
the car which can create wireless communication 
between car to car, car to driver and car to home to 
provide predictive maintenance and safe and 
comfortable driving experience [20]. 
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Figure 4: Domain of IoT [17,20] 

 
Interestingly, Saudi Arabia has become the world 

leader in the smart city concept as Prince Mohammed 
Bin Salman has approved the world’s first-ever Line 
City [23]. The Line City is based on the concept of no 
roads, cars or emissions and is planned to run 100% 
renewable, with 95% of the land being preserved for 
nature. The city is planned to be built in the desert of 
Tabuk on a straight line which will be 170 kilometres 
long and 200 metres wide. However, despite the fact 
the city is being built on just 34 square kilometres of 
land, it is predicted that it can accommodate around 9 
million people.  

Through IoT and smart devices, the Line City 
will have an ideal climate all year long and the 
residents will have access to all amenities within a 
five-minute walk [23]. Moreover, it is essential to 
highlight that Line City is not a concept anymore, the 
work on the city has already been started and it is 
planned to complete its initial phase by 2024 [24,23]. 
There is no precedent like Line City in the world and 
Prince Mohammed Bin Salman and Saudi Arabia have 
shocked the world by becoming the world leader in the 
smart city concept. 
 

7. Uses of IoT in Healthcare 
 

The list of applications of IoT in the health sector 
has become endless with the rapid evolution of the 
healthcare ecosystem in this modern century. In 
contrast to the past, the current healthcare system has 
advanced in a myriad of domains which includes but 
not limited to personalised healthcare, facilities 
provided in the healthcare buildings, robotics, smart 
beds and biosensors, the pharmaceutical industry and 
smart pills, remote patient monitoring and various 
other healthcare specialisations and treatments of 
diseases. Considering the immense magnitude of the 
topic, the following section will include a discussion 

on some of the most significant uses of IoT in the 
health sector.   
 
7.1 Key Benefits of IoT 

The uses and benefits of IoT in different 
healthcare sectors are discussed in the below section. 
Here are some major advantages of IoT incorporation 
in healthcare.  
 

 IoT can reduce healthcare costs by reducing 
unnecessary hospital visits, reducing load on 
clinicians and remote patient monitoring, 
diagnosis, and care [1].  

 IoT can improve treatment outcomes by 
supporting the early detection of diseases, 
supporting analysis and increasing accuracy 
in collected data [25].  

 IoT can reduce medical errors as it will reduce 
clinicians’ fatigue and collect detailed and 
precise data automatically free of human error 
[26,27]. 

 Last but not least, the inclusion of the above 
benefits will increase patient compliance and 
satisfaction and the overall quality of 
healthcare [28].  
 

7.2 Remote Patient Monitoring 
One of the significant benefits of IoT for patients 

and physicians is its capability to monitor different 
physiological biomarkers and conditions which can 
assist in disease management and prevention. This 
feature can not only assist clinicians in diagnosis and 
prevention but can also reduce workload in the busy 
healthcare environment. 

The report provided by World Health 
Organization (WHO) on disabilities and aging 
suggests that the average life expectancy has improved 
substantially in the last few decades and as per the 
current pattern, it is likely that majority of the people 
worldwide will live beyond 60 years age mark [29]. 
While on the one hand, this increase in average life 
illustrates the success of medical science, but on the 
other, it also demonstrates an increase in the likelihood 
of aging issues such as chronic diseases, disabilities, 
and higher hospitalization rates [30]. According to 
healthcare researchers, healthcare services delivery is 
currently undergoing a transformation into a balance 
between hospital and home, which will majorly shift 
towards home-care health services by the year 2030 
[31]. This healthcare services delivery revolution 



IJCSNS International Journal of Computer Science and Network Security, VOL.23 No.4, April 2023 

 

191

 

encompasses all major features of patient disease 
prevention, identification, management and cure such 
as constant monitoring of vital signs through wearable 
devices, management of the emergency situation, 
rehabilitation strategies, medication management, 
telemedicine and much more [32]. 

IoT-based home healthcare solutions are one of 
the most effective solutions to overcome the health 
issues associated with the increase in the elderly 
population [29]. Home monitoring of patients or 
individuals at risk of serious health issues is a crucial 
application of Wireless Sensor Networks (WSN), 
where a combination of sensors are installed at 
patient’s home that can track their activities. Moreover, 
the inclusion of smart objects such as video-based 
technology, RFID and near-field communication 
(NFC) by connecting different smart devices can lead 
to fast and effective communication between patients, 
objects and clinicians and objects themselves, which 
can facilitate monitoring processes in the home 
healthcare [29]. 

Similarly, remote ECG monitoring using IoT 
sensors has huge potential to detect and alarm 
healthcare providers about critical heart conditions at 
an early stage of disease [33,34,35]. In remote ECG 
monitoring, the patient can attach sensors to the body 
as a wearable device that can record the electrical 
activity of a heart and supply information about heart 
rate and rhythm. This information can assist clinicians 
in predicting various conditions such as heart 
enlargement, high Blood pressure, heart attack, etc 
[34,35]. One recent study by [36] demonstrated the 
real-life application of IoT sensors and machine 
learning for diagnosing heart conditions. The study 
findings showed an accuracy of 96%, a precision of 
90%, and sensitivity and specificity of 80% and 73%, 
respectively, suggesting the high value of this kind of 
application for clinicians [36].  
 
7.3 Improved Medication Adherence 

One of the most substantial issues in healthcare 
includes medication errors, including inadequate 
prescribing, non-adherence or compliance to 
medication and inadequate monitoring of drugs, all of 
which can lead to various health issues and or even can 
cause death. The research conducted by [37] in 64 
Norwegian hospitals reported 3372 medication errors 
in a period of just one year. The primary errors 
reported by the study were related to dosing of drugs 
(38%), complete omissions (23%) and incorrect drug 

(15%). Similarly, it has been suggested that yearly 9.5% 
of all deaths are linked to medical errors in the United 
States of America [38]. However, research indicates 
that the effective use of IoT technology can 
immensely assist in reducing medication errors. 

The study by [39] explored the inclusion of a 
smart wearable device for medication reminders by 
creating a mobile application for android-based 
watches which can remind patients about the time and 
dose of the medicines. The issue of missing a medicine 
dose is also a critical medication error in hospitals as 
indicated by [40]. Baqir et al. (2015) [40] noted that to 
reduce this issue, the hospital pharmacy assistants had 
to make an extra effort by accompanying nurses on 
ward rounds. To resolve this, Serdaroglu et al. (2015) 
[41] built a medication adherence technique that 
employed different RFID for different medication 
types, multiple sensors and a notification system for 
mobile phones. The system was designed to ensure 
that patients were given the right medicine at the 
recommended time. Moreover, the wrong medication 
warning feature to the physicians was also included in 
the system to reduce medication side effects and 
serious health issues [41]. 
 
7.4 Early Disease Detection 

The first step in early disease detection is the 
recognition of initial disease symptoms [42]. However, 
the mere recognition of disease symptoms is not 
enough to conduct the differential diagnosis [42]. In a 
real-life health setting, physicians are equipped with 
in-depth medical knowledge and training and thus, 
they can diagnose diseases adequately. In order to 
efficiently alarm clinicians about the occurrence of 
any new disease, IoT technology, smart devices and 
sensors require not only the collection of a large 
amount of data but also constant communication with 
the wireless cloud network [43]. The wireless cloud 
network can store and analyse the data to conduct the 
diagnosis based on knowledge taken from medical 
references and books and pre-set protocols for 
diagnosis defined and trained by the clinicians. Based 
on that, a relevant alert can be generated to the 
ambulance, doctors, caregivers, or the central health 
department of the country. This system can assist in 
diagnosis at an early stage, which can positively affect 
disease outcomes. In the past years, several IoT cloud-
based platforms have been developed to prevent and 
control viral diseases [43]. 
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The study by Sareen et al. (2017) [44] provided 
an IoT-based framework to prevent and manage a viral 
infection called the Zika virus. In the first step of the 
framework, the user is required to enter their 
identifiable information in the smart application 
(Android or IOS), upon which a unique identification 
number is generated for every single user. Following 
that, the user completes a series of questions that are 
based on the symptoms of the disease and only contain 
the ‘Yes’ and ‘No’ options to generate the user’s 
unique attribute. After that, the automated analysis is 
conducted using a Naïve Bayesian Network algorithm 
to classify the user as infected or uninfected [44].  

In the second step, a tracking system is activated 
via wireless mosquito sensors and Google maps using 
the Geographic Positioning System (GPS). These 
sensors are used to track the mosquito-dense site 
location, mosquito breeding site location, area 
temperature and humidity [44]. The tracked locations 
are then provided to the uninfected users to assist them 
with the path away from the critical locations. The 
high-risk location coordinates are sent to the 
healthcare department and other government agencies 
so adequate measures can be taken to stop the spread. 
The researchers tested the framework with the datasets 
of 2 million actual users and collaborated their 
demographic and symptom information to generate 
the results. The researchers concluded that the system 
provided high accuracy for initial diagnosis (based on 
the reported symptoms and cloud analysis) and for 
identifying high-risk areas using GPS [44]. 
 
7.5 IoT and COVID-19 Epidemic  

Considering the current global epidemic of 
COVID-19, many researchers have proposed various 
IoT-based solutions to prevent future outbreaks [45]. 
The inclusion of AI in IoT has the capability to solve 
the issue of COVID-19 if applied adequately [46]. 
Furthermore, the IoT and AI can assist in monitoring 
and forecasting the disease, assist in the disease 
management process, allow researchers to virtually 
conduct simulation studies on the virus, and even help 
stop fake news related to COVID-19 [46]. The key to 
combat COVID-19 or any other viral/bacterial 
outbreak is to detect and diagnose the disease at its 
early stages so the spread can be hampered [45]. For 
instance, the massive global epidemic might have 
been avoided if COVID-19 had been detected and 
diagnosed in the early stages when the infection was 
limited to Wuhan, China. Early detection can assist 

healthcare providers in incorporating measures to 
restrict the infection and develop treatment plans than 
can save millions of lives and stop the spread [47].  

Similar to the Zika virus, the first step in the 
initial diagnosis of COVID-19 is an adequate 
understanding of the symptoms of disease. According 
to the CDC (2020) [47], COVID-19 includes a wide 
array of symptoms which include but are not limited 
to cough, fever or chills, shortness of breath, fatigue, 
body pain, runny nose, loss of taste or smell, nausea or 
vomiting, sore throat and diarrhea. Moreover, among 
these, fever or chills is one of the most commonly 
reported symptoms of COVID-19 [47]. IoT 
infrastructure has the potential to conduct the disease 
detection process much faster and collect data more 
efficiently with the use of sensors and smart devices. 
This data can be shared with clinicians, other 
healthcare providers, and relevant authorities to 
control or stop this rapidly spreading disease [48]. 
Different smart devices can be included in the IoT 
framework to conduct the aforementioned process and 
detect COVID-19 at an early stage. Smart 
thermometers such as iFever, Tempdrop and Ran’s 
Night can be included, which can sense body 
temperature and report to the smartphone app 24/7. 
There are many instances when patients are unaware 
of the initial change in body temperature; these 
devices can be used among high-risk patients to 
conduct 24/7 disease monitoring [45]. Another smart 
wearable device known as smart helmet has shown 
more safety and efficacy than the infrared 
thermometer gun due to the use of thermal cameras 
that can limit human interaction [49]. 

The smart helmet can detect abnormal body 
temperature along with the location and image of the 
patient taken through the optical camera. This 
information is then sent to the health officer via an 
alarm on the mobile phone so that authorities can take 
relevant measures [50]. Moreover, similar to the Zika 
virus protocol, GPS location can be added via Google 
maps to locate the places visited by the patient after 
the detection [51]. Countries such as China, Italy and 
UAE have implemented this wearable device and 
model has shown an accuracy of 96 percent for the 
detection of high body temperature [52]. Identification 
of COVID-19 infected individuals is also important in 
the crowd to control its spread [53]. Drone technology, 
such as Unmanned Aerial Vehicles (UAV) 
incorporating IoT can be used to fast-track the process 
of finding contaminated people and identifying high-
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risk zones during the pandemic. Drones can capture 
and screen a large number of people in a crowd at once 
and can even reach places that are not readily 
reachable by the usual screening personnel with a 
thermometer gun [54]. A Canadian company has 
introduced this technology and uses drone cameras to 
detect temperature, cough, sneeze and heart rate in 
large crowds [55]. 
 

8. Potential Issues with IoT in Healthcare 

 
Despite of above-mentioned advantages, 

according to Al-Rawashdeh et al. (2022) [2], who 
conducted a recent systematic review on IoT adoption, 
the inclusion and acceptance of IoT in healthcare is 
still low. They suggested that the healthcare workforce 
present significant challenges in the adequate 
implementation of IoT-based systems. These factors 
vary from technological to individual, environmental 
to social and require special consideration and in-
depth research as they may vary from region to region 
and population to population [2]. A brief overview of 
the IoT issues is provided below that can impact the 
acceptance behaviour of healthcare professionals, to 
highlight the complexity of the subject.  
 
8.1 Data Security and Privacy Issues 

While issues with data security are not new in the 
context of information technology, the characteristics 
of the IoT platforms present unique and novel data 
security challenges. Inadequately secured IoT-based 
devices and applications can provide an open path for 
a cyber-attack and expose user personal information at 
risk of theft [56]. The interconnected aspect of the IoT 
platform implies that every device which is 
inadequately secured and linked to the Internet has the 
potential to provide a gateway and compromise the 
integrity of the whole system. This challenge is further 
enhanced by the widespread implementation of 
identical IoT-based devices and the capability of these 
devices to connect without requiring permission from 
the user [57]. Moreover, the large number of gadgets 
installed in the healthcare or hospital environment also 
provides an opportunity to hackers to access the 
systems that store private and personal information of 
the patients and staff [58]. 

It is well-known by hackers that medical gadgets 
do not store patient data. However, they use these as 
an entry point into the system. In IoT infrastructure 

majority of these devices will be linked to each other 
and the central system. These medical gadgets lack the 
security present on other devices, such as desktops, 
laptops and cloud networks and that is why they are 
regarded as an easy target [58]. Similarly, the nature 
of the information stored in the IoT networks installed 
in healthcare settings makes it more vulnerable to the 
attack of hackers. According to Perwej et al. (2022) 
[58], medical information is ten times more worthy for 
hackers than credit card numbers. According to 
estimates provided by the IBM study on security, the 
average data breach in the year 2020 was estimated at 
$3.86 million across all global businesses, while 
healthcare incurred a cost of around $7.13 million, 
which was the highest among all industries [59].  

Similarly, the inclusion of mobile phones in the 
IoT networks as interface device to receive 
notification and analysis reports on various android 
and IOS app also increase the threat of data theft [58]. 
When the healthcare organisation allows mobile 
logins, security quality is compromised as the 
organisation’s security does not affect the 
communication devices of the employees, leaving 
room for exposure to hackers and malware. The use of 
personal communication devices is important in 
healthcare IoT as the key purpose of the system is to 
provide 24-hour monitoring and provide an alarm in 
case of emergency, which require access to mobile 
phones [58].  

The risk is further amplified due to the fact that 
healthcare professionals are not experts at cyber 
security due to the complexity of the technology. Thus, 
the user interface of cyber security solutions must be 
easy to understand so the healthcare workforce can 
play a productive role in safeguarding data breach 
attempts [60]. The concerns mentioned above are 
some of the critical broad domains, which are critical 
areas of cyber-attack and data theft. However, the 
actual procedures and ways of data theft, such as 
Eavesdropping, Node Capture, Business Logic Attack, 
etc, are countless and are outside the scope of this 
paper [14]. 
 
8.2 Ethical Issues 

Although the introduction of IoT in healthcare 
has massive potential to benefit humans in myriad 
ways, this introduction can also significantly disrupt 
the lives of humans and work. There is a chance that 
human contact and closeness will be lost as machines 
will conduct most of the human business [19]. AI in 
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particular, will replace the need to meet face-to-face. 
Human contact is an essential element in healthcare 
due to the sensitive nature of the field. Thus, this 
aspect can cause a significant issue in adoption. 
Similarly, IoT can also replace the work of many 
humans and cause unemployment leading to wealth 
inequality and widening the gap between rich and poor 
[19].  

Moreover, novel issues can arise as eventually AI 
will take off to a situation where humans will no 
longer have much control [61]. It is without a doubt 
that mistakes will be made by AI in the diagnosis and 
treatment at the initial phases and this is also likely 
that in the case of an incident, the patient may receive 
medical attention from machines that they actually 
prefer to receive from empathetic healthcare 
professionals [61]. Last but not least, the human 
experts who will create and train AI and IoT can infuse 
their bias into the system, which can proliferate 
globally in an unidentified manner. For instance, 
machine learning systems incorporated in the health 
sector may be subject to bias in algorithms, perhaps to 
predict an increased chance of disease detection 
among certain races or gender, when in reality, these 
demographics will have no association of any kind 
with the disease [62]. 

It has been suggested by many researchers that 
the greatest challenge of IoT and AI adoption in 
healthcare is not the efficacy of the technology but the 
acceptance by the clinicians [61,2]. Considering the 
above-mentioned factors, it can be concluded that IoT 
and AI may face substantial issues in adoption and 
acceptance in the healthcare sector. Despite this, most 
of the past studies conducted on IoT were focused on 
either IoT procedural or technical issues. Issues 
related to knowledge, perception, adoption, 
motivation, actual use and satisfaction should be well 
discussed and demand in-depth research. The adoption 
issues might be related to the above-mentioned aspects, 
but this is also possible that these would be linked to 
some other not well-known factors, which also require 
extensive research. 
 

9. Conclusion 

 
IoT has great potential to transform the world we 

live in, and it is bringing comfort and convenience into 
our lives through various interconnected devices and 
applications. In particular, it can support the 

healthcare sector by decreasing the load on the 
hospitals and healthcare clinics, doctors and other 
medical staff and improving the quality of service. 
However, IoT adoption in healthcare also faces 
challenges ranging from data security and privacy.  
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