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Abstract

The general Wi-Fi network connection structure is that a number of IoT (Internet of Things) sensor nodes are directly connected

to one AP (Access Point) node. In this structure, the range of the network that can be established within the specified

specifications such as the range of signal strength (RSSI) to which the AP node can connect and the maximum connection

capacity is limited. To overcome these limitations, multiple middleware bridge technologies for dynamic scalability and load

balancing were studied. However, these network expansion technologies have difficulties in terms of the rules and conditions of

AP nodes installed during the initial network deployment phase In this paper, an intelligent edge computing IoT device is

developed for constructing an intelligent autonomous cluster edge computing network and applying it to real-time road danger

context aware and notification system through an intelligent risk situation recognition algorithm.

Index Terms: Access Point Node, Autonomous cluster, Intelligent Edge Computing, IoT Device, Switching technique

I. INTRODUCTION

The problem of the existing cloud-centric network is that

as the data throughput increases, the data transmission speed

becomes slower as the load increases as shown in Fig. 1, and

the entire system is paralyzed when a failure situation occurs

in the cloud server or gateway. In this paper, through intelli-

gent edge computing network technology as shown in Fig. 2,

we aim to improve existing dependent network structure and

provide an environment where automatic recovery of various

situations such as the establishment of the early network,

device breakage, addition, network failure, etc. is possible

[1, 2].

The IoT device, which is the core of this study, is a node at

the edge of the network with intelligent computing functions,

and it even acts as an AP as the device detects the network

state by itself and the AP/STA mode is flexibly changed. As a

result, the network is autonomously configured and is not

affected by the failure situation of the higher-level elements

constituting the network [3, 4]. In addition, edge computing

technology in this study is a technology that analyzes and uti-

lizes data in real time in the local area and can be linked to

existing cloud computing technologies. Edge computing tech-

nology enables efficient and intelligent situation analysis

through organic connection between devices, and refined data

are transmitted back to the cloud to process information

through deep learning-based machine learning algorithms, and

various information-linked services can be provided through

connection with external systems [5, 6].

The representative area where intelligent edge computing

network technology can be applied is C-ITS (Cooperative

Intelligent Transport Systems), and C-ITS requires intelligent

situational detection and real-time response technology. C-

ITS is a transportation system that can improve the conve-

nience and safety of traffic use by collecting, managing and

providing traffic information between components of traffic
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(automobile, road infrastructure, driver, pedestrian, etc.)

through V2X (Vehicle to Everything) communication tech-

nology. In order to realize C-ITS, advanced road infrastruc-

ture for collecting road information along with communication

technology between traffic elements is essential, and solu-

tions that can provide accident prevention and prompt

response using advanced road infrastructure are needed.

Therefore, in this paper, we intend to develop a real-time road

hazard situation recognition and notification system for the

application of C-ITS based on an intelligent edge computing

network [7, 8].

In this paper, we study intelligent edge computing network

technology that autonomously builds a network using intelli-

gent IoT devices in a network edge environment, and a real-

time road hazard recognition and notification system apply-

ing intelligent IoT device technology [9, 10].

II. DESIGN OF INTELLIGENT EDGE COMPUTING 

NETWORK

In a general Wi-Fi network connection structure, multiple

IoT (Internet of Things) sensor nodes are directly connected

to one AP (Access Point) node, and the AP node is con-

nected to the network through various types of Internet

modems. In this structure, the range of the network that can

be established within the specified specifications such as the

range of signal strength (RSSI) to which the AP node can

connect and the maximum connection capacity is limited. To

overcome these limitations, multiple middleware bridge

technologies for dynamic scalability and load balancing were

studied. However, these network expansion technologies

have difficulties in terms of the roles and conditions of AP

nodes installed during the initial network deployment phase,

and network construction and maintenance that must be

fixed, set up, and setting all the connection structures between

IoT nodes [11, 12].

In this paper, we study the network structure in which

intelligent IoT devices configured at the network edge as

shown in Fig. 3 are autonomously clustered based on Wi-Fi

to overcome the limitations of such existing network con-

struction. This structure is very easy in terms of network

automatic construction, expansion and maintenance, and

response to failure situations. As shown in Fig. 4, intelligent

IoT devices distinguish between stable and unstable areas in

transmitting and receiving data according to the signal

strength of adjacent intelligent IoT devices (AP mode). Intel-

ligent IoT devices that belong to stable areas are set to

STA(STAtion) mode and connected to adjacent APs, while

IoT devices that belong to unstable areas are set to AP mode,

forming clusters and expanding networks.

Fig. 1. Existing Wi-Fi network architecture.

Fig. 2. Intelligent edge computing network architecture.

Fig. 3. Intelligent autonomous cluster network structure.
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III. AP/STA MODE SWITCHINGTECHNIQUE OF 

INTELLIGENT EDGE COMPUTING 

In this paper, we divide into AP Area/ STA Area as shown

in Fig. 5 on the basis of signal strength of the AP, and study

AP/STA mode switching techniques that support flexible

connections between devices by switching into the appropri-

ate mode when new devices enter each area. STA Area is an

area where STA can be stably connected when a new IoT

device is added, and AP Area refers to an area outside the

AP's STA Area where signal strength is weakened and net-

work scope expansion is needed. When dividing the area, the

link margin shall be derived by taking into account the max-

imum output, reception sensitivity, antenna gain and path

loss as shown in Fig. 6. In this study, the value is derived

through the Friis power transmission equation for transmis-

sion and reception in the link design of the radio communi-

cation system. Link Budget is the performance required

(gain, loss, BER, etc.) by a given link and calculates the

expected link margin. In Fig. 6, P
r
 and P

t
 refer to the Trans-

ceiver radiation electric power, G
t
 and G

r
 refer to the trans-

mit/receive antenna gain, λ refers to the wavelength of the

used frequency, and d refers to the distance between the

receiving antenna and the transmitting antenna. In addition,

by using the Friis power transmission equation, the sum of

the loss, attenuation and gain at each step on the path

between both ends of the transmission and reception does

not exceed the link budget.

In this paper, the method of securing time series data on

traffic conditions is studied through connection of IoT devices

based on intelligent edge computing. We study ways to stably

secure traffic situation time series data (distance measurement,

shock detection, GPS) of IoT devices transmitted by configur-

ing adjacent IoT devices as a network. Based on the secured

traffic situation information, we develop an algorithm that can

intelligently recognize the traffic flow and accident situation

through an intelligent traffic situation recognition algorithm.

Research is conducted on how to utilize RNN (Recurrent Neu-

ral Network), which has excellent performance in processing

time series data with algorithm that is intended to be applied.

In particular, the algorithms intended to be applied to this

study are intended to study the utilization of LSTM(long

short-term memory), one of the recursive neural networks.

In this detailed study, we study an algorithm that self-

recovers faults when a fault condition occurs during opera-

tion of the IoT devices that make up the network. Network

failures Situation is classified into cases in which empty

space is created in the network due to the sudden stop of AP

mode Fig. 7 and cases in which IoT devices are added out-

side the effective range of other APs Fig. 8. 

When the IoT device (AP mode) constituting the network

is stopped, the adjacent IoT device (STA mode) periodically

recognizes a bad connection to the AP through the context

information of the adjacent node and re-sets the IoT device

to establish the network Recover. When attempting to gradu-

ally expand the network by adding IoT devices, if it is out of

Fig. 4. Area classification according to signal century.

Fig. 5. AP Area/STA Area.

Fig. 6. Friis equation for deriving Link Budget [13].
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the effective range of the AP, a network independent from

the existing network is built autonomously and internal oper-

ation is possible. In addition, IoT devices are integrated into

one network when they are added between two independently

established networks.

IV. INTELLIGENT ALGORITHMS OF EDGE COM-

PUTING IoT DEVICES 

In this paper, an intelligent edge computing IoT device is

developed for constructing an intelligent autonomous cluster

edge computing network and applying it to real-time road

hazard recognition and notification system through an intelli-

gent risk situation recognition algorithm. Fig. 9 shows the

connectivity composition of these edge computing IoT devices.

The learning algorithm of the LSTM recursive neural net-

work used in this study is developed using the BPTT (Back

Propagation Through Time) algorithm. The gradient of the

error function E for the gate and state storage is learned by

calculating the error function E and the partial derivative of

the Kth element of each gate and internal state using the fol-

lowing equation to obtain the error gradient. Based on this

learning base, we develop an algorithm that can recognize

the traffic situation by analyzing the input data coming into

time-series data.

, (1)

, (2)

, (3)

, (4)

. (5)

 

. (6)

. (7)

The (1-5) is a gradient calculation process, and  is

induced like (6) when the (1-5) is t-1. In addition, the gradient

, which is passed to the p-stage historical point,

develops algorithms that can be learned by multiplying the

value of the oblivion gate by p times, as shown in (7).
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Fig. 7. Existing network disconnection due to failure.

Fig. 8. When added outside the effective range of the AP.

Fig. 9. Intelligent edge computing IoT device connection diagram.
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V. CONCLUSIONS

In this paper, we researched the network technology of the

intelligent edge that autonomously builds a network using

intelligent IoT devices in the network edge environment and

the development of a real-time road hazard recognition and

notification system using intelligent IoT device technology.

As a result of this paper, intelligent edge computing network

technology is highly important in that it will ultimately con-

tribute greatly to improving national competitiveness through

the development effect of related academic fields, securing

social safety nets, and economic ripple effects.

The proposed technology is very efficient in terms of net-

work deployment convenience, functionality, and data pro-

cessing time compared to the existing network environment

and is easy to apply to related industries that require real-

time responses such as autonomous vehicles, Internet of

Things services, and smart factory. In particular, the C-ITS

sector is an area where future technological growth can be

achieved rapidly, and in the case of data-based road safety

service technology, it has sufficient competitiveness and

potential to prevent traffic disasters. In the case of intelligent

information service, it is expected that it will bring positive

technical and economic ripple effects through the activation

of technology development of autonomous vehicles.

The future use plan is to support the establishment of a

monitoring system that can proactively respond to traffic acci-

dents in accordance with the quantitative reduction of traffic

accidents occurring on highways (car-only roads).

Through the establishment of an intelligent IoT network, it

detects and recognizes various risk factors that can occur on

highways (car-only roads) and provides road information in

real-time to support the early introduction of advanced coun-

tries' smart transportation disaster safety systems.
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