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Abstract 
 

The wireless sensor network (WSN) is a key technology to support the Internet of things (IoT) 
paradigm. The efficiency of the MAC protocol in WSN is very important to take scalability 
with restricted wireless resources. The DESYNC-TDMA has an advantage of simple distrib-
uted slot allocation inspired by nature, but there is a critical disadvantage of split slots by firing 
message. The basic split slot model has less efficiency for continuous packet transmitting 
because of wasting of the slots less than the packet size. In this paper, we propose a firing 
offset adjustment scheme to improve the efficiency of slot utilizations, which can manage the 
slot assigned to each node as a single large block, called the single slot model. The perfor-
mance analysis models for both the existing and the proposed schemes are also derived. Ex-
perimental results show that the proposed method provide better efficiency of slot utilization 
than the existing schemes without any loss of the nature of the desynchronization. 
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1. Introduction 

Recently, supported by advances in the hardware of small devices, Internet of Things (IoT) 
paradigm that all of the things are connected to the Internet, has attracted a lot of attention. 
Wireless Sensor Network (WSN) is widely used as a based network technology to collect 
information and control the actuators. WSN is composed of a large number of low cost devices 
that have a battery and low computation power. Thus the protocol efficiency of medium access 
control (MAC) layer in WSN is very important to make the network more scalable that can 
accommodate a large number of sensor nodes with restricted wireless resources [1]. 

The MAC protocol for WSN can be roughly categorized into two major categories: 
contention-based carrier sense multiple access (CSMA) protocols and schedule-based time 
division multiple access (TDMA) protocols. The collision avoidance (CA) mechanism is 
mostly used for avoiding collisions caused by hidden nodes, but it causes too much overhead 
to the protocol. The fixed TDMA is not efficient due to the vacant slot. To overcome this 
inefficiency problem, the dynamic TDMA (D-TDMA) schemes have been proposed not only 
to solve the problem of CSMA/CA, but also to meet the quality of service (QoS) requirements 
of users [2], [3], [4], and [5]. For the operation of D-TDMA, even scheduling the slot via 
contention is preferred, but it is still challenging to find the optimal slot scheduling scheme. 
Moreover, communication nodes should synchronize the beginning time of epoch with others 
in the network, called global synchronization, by using Average Time Synch [6], for example. 
However, the synchronization has been known as one of the most challengeable and difficult 
tasks to be operated in practical wireless environments [7]. 

The self-organizing feature in wireless networks becomes more important as the number of 
devices increases. The similarity between the synecology and the network system, the 
bio-inspired networking paradigm has been studied. It is common in the synecology that 
numerous members perform a mission by communicating with each other and collaborating 
organically. It can be summarized as an autonomous judgment by the individual member, 
called stigmergy as a group behavior. [8]  

To solve the synchronization problem in TDMA-based protocols, firefly synchronization 
(F-SYNC) [9] is a good solution. The fireflies make herd and emit the light at the end of its tail 
periodically. The emission of light is called firing. Interestingly, the emission time of firing 
becomes synchronized as the time goes by because the period of firing is affected by other 
fireflies. Thus the firings are finally flickering with the same period. The firing is modeled to 
the epoch start time of TDMA networks in the F-SYNC algorithm to synchronize the 
beginning of epoch by distributed and decentralized nodes. 

The DESYNC-TDMA [7], which is an inverse concept of the F-SYNC algorithm [9], has 
been proposed. While the F-SYNC algorithm focuses the firing into at a moment, the 
DESYNC-TDMA algorithm distributes the firings on the period. DESYNC-TDMA adapts a 
simple reservation based MAC protocol, in which each node determines its TDMA slot, which 
is the time duration that it can transmit data, in a distributed manner by sending control packets 
(called firing) to the network and hearing them from other nodes. Each firing packet from a 
node is periodically sent at the middle of its slot. In DESYNC-TDMA, nodes can join and 
leave the network freely with a distributed manner. It is noted that the slots of nodes may 
change according to the number of nodes in the network. With the self-configuring, distributed 
and Pulse-Coupled Oscillator (PCO) [10] natures of DESYNC-TDMA, there have been 
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numerous works to improve the protocol efficiency in wireless sensor networks [11], [12], and 
[13] and to apply to the mobile ad hoc networks (MANETs) environment [14], [15], and [16]. 

In the DESYNC-TDMA, the slot is allocated around its firing message, and the firing 
message split the slot into two half slots. Nodes in DESYNC-TDMA allocate its slot in inverse 
proportion to the number of neighbor nodes. With this dynamicity and distributed nature, it is 
a good candidate that can replace the CSMA/CA in the large scale network, but there are two 
performance degradation points: the short length of allocated slot in crowded network and the 
splitting slot problem.  

In this paper, we focus on the split slot model which is split by the firing message in the 
middle of the slot. The maximum size of data packet that can be transmitted in a slot is limited 
to half of the slot in the split slot model. It causes the performance degradation and gives the 
low capacity to the network by splitting the slot into insufficient size to send a packet. We 
figure out this insufficient slot as the wasted slot and there are two wasted slots in the split slot 
model. 

To overcome this problem, the single slot model on which we focus as an ideal slot model is 
suitable. To the best of our knowledge, only one most similar architecture is shown in [17]. 
Mühlberger [17] suggested a slot model which the firing message is placed at the start of the 
slot. However, any detail mechanism and effectiveness of the method to realize the single slot 
model were not addressed in [17] and it was only for the convenience of the analysis. Since 
nodes in a DESYNC-TDMA network share the channel evenly with others, the suggested 
method of [17] has also a problem on channel waste, which will be discussed in Section 2. 

In this paper, we propose a firing offset adjustment scheme to improve the efficiency of slot 
utilizations, which can also improve the transmission throughput. The proposed scheme can 
manage the slot assigned to each node as a single large block, which makes it possible for the 
node to transmit a data packet of larger size without fragmenting it. It shows the better 
efficiency of slot utilization than the existing schemes without any loss of the nature of the 
desynchronization. 

The rest of the paper is organized as follows. Section 2 describes the background and 
defines the channel waste problem of DESYNC-TDMA. Then, the proposed method and its 
analysis model are addressed in Section 3. Section 4 gives the experimental results of the 
proposed scheme. Finally, section 5 concludes the paper. 

2. Backgrounds 

2.1 DESYNC-TDMA 
DESYNC-TDMA is a distributed dynamic-TDMA protocol inspired by the firefly’s habits. 

It uses the firing message modeled by light emissions of fireflies. In DESYNC-TDMA, firing 
messages are utilized as anchor times for slot assignments to the participating nodes. The 
DESYNC-TDMA consists of two processes: the desynchronization and the slot assignment. 
With the desynchronization process, firing times of all nodes are evenly distributed in the 
given cyclic period. Then, the slot for each node to use for its data transmission is allocated 
through the slot assignment process. 

2.1.1 Desynchronization Process 
Fireflies have the herd instinct in nature, called synecology. Each firefly emits lights at the 

end of its tail, periodically. The bioluminescence of firefly has the tendency to move to the 
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most crowded time. At the end of the moving the emission period, almost of fireflies emit 
(hereafter fire) the light (hereafter firing message) at the same time. It can be called a 
synchronization and it is similar to the synchronization process of the start time of epoch in 
TDMA. Such a synchronization scheme inspired by firefly's instinct called Firefly 
synchronization [9]. In contrast to the Firefly synchronization which focuses on firings at a 
moment, the desynchronization process distributes the firings evenly in a given cycle T. It 
means that in desynchronization, the time is split into a constant cyclic period of T.  

Let N and )(tiφ  be the number of nodes and the time that i-th node firings in t-th T interval, 
respectively, where i=1, 2, …, N and t=0, 1, 2, …. Let )(, ti −φ  and )(, ti +φ  be the firing times of 
other nodes, which are just before and after i-th node’s firing time in t-th T interval, 
respectively. Based on the Pulse Coupled Oscillator (PCO) [10] mechanism, the desired firing 
time  )1( +tiφ  in the next (t+1)-th T interval is written by 

 )}/2(  )({ )()(1    1)( ,, tttTt iiii +− +×+×−+=+ φφαφαφ ,  (1) 

where ]1,0[∈α  is the jumping factor that determines how far the node moves from its current 
phase )(tiφ  towards the desired midpoint )1( +tiφ . 

Fig. 1 shows an example of the desynchronization process with 6 nodes. The time interval T 
is represented by a large circle. Black circles denote firing times of nodes during the current 
time interval t. Grey circles represent firing times of corresponding nodes during the previous 
time interval t-1. Let consider firing times of nodes are given arbitrarily at t=0 (an initial stage) 
as shown in Fig. 1 (a). From Fig. 1 (b) and Fig. 1  (c), we can see that each node moves its 
firing time to the midpoint of those just before and after its firing time in the previous time 
interval t-1 according to Eq. (1).  As the time interval t are going on, finally, all firing times of 
nodes are evenly distributed in the time interval, as shown in Fig. 1 (d), which is called that the 
network becomes desynchronized.  

 

 
Fig. 1. An example of desynchronization process. 

2.1.2 TDMA Slot Assignment Process 
The slot is defined as the time period that a node can transmit its data during the given time 

interval T. With the information of firing times obtained from the desynchronization process, 
each node can determine its slot in a distributed manner as follows: Let define )(, tS starti  and 

)(, tS endi  as the start and end times of i-th node during t-th time interval, respectively. Then the 
slot of i-th node during (t+1)-th time interval is calculated by 
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 /2)}()({   )1( ,, ttTtS iistarti φφ ++=+ −  (2) 

 /2)}()({   )1( ,, ttTtS iiendi +++=+ φφ . (3) 

As we can see from Eqs. (2) and (3), the slot length varies depends on firing times, )(, ti −φ  
and )(, ti +φ  as well as )(tiφ . It means that the slot length decreases as the number of neighbor 
nodes increases.  

Fig. 2 shows an example of the slot assignment process for three neighbor nodes, A, B and 
C. In Fig. 2, )(tAφ , )(tBφ , and )(tCφ  denote firing times of node A, B and C, respectively, 
during current time interval t, while )1( +tAφ , )1( +tBφ , and )1( +tCφ  denote ones during 
next time interval t+1. To explain the process of calculating the firing time and slot, the firing 
time of node A and B are fixed in this example. Regarding node B, )()(, tt AB φφ =−  and 

)()(, tt CB φφ =+ . According to Eqs. (2) and (3), for example, the slot start and end times of 
node B during next time interval t+1, 1)(, +tS startB and 1)(, +tS endB , are determined as 

( ))(),(mid tt BA φφ  and ( ))(),(mid tt CB φφ , respectively, where ( )YX  ,mid  means a function 
whose result is the average of X and Y. Also, the firing time of node B in next time interval t+1, 

)1( +tBφ , is located within the slot, as shown in Fig. 2. With the slot assignment process, each 
node can determine its slot without overlapping with others. It is noted that all the slot lengths 
of nodes in one hop range are same since all firing times of all nodes are evenly distributed in 
the time interval as a result of the desynchronization process as mentioned previously. 

  
Fig. 2. DESYNC-TDMA slots 

2.2 Problem Definition: The Slot Waste Problem 
DESYNC-TDMA is a D-TDMA MAC protocol and works like previous proposals 

[2][3][4][5][18]. Most of D-TDMA protocols have an overhead period for the slot assignment 
or negotiation. The period T is split into the contention period for request and confirmation the 
TDMA slot, and the data period for transmitting the data using the allocated slots. A node 
knows its slot offset which can be used dedicatedly. Similarly, DESYNC-TDMA uses firing 
message as a slot request overhead but there is no negotiation process. The slot in 
DESYNC-TDMA is allocated around the firing message.  
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Firing times of each node are always located within its allocated slot periods, as shown in 
Fig. 2. In addition, each node’s firing message should be sent at its firing time determined by 
Eq. (1). Accordingly, if the transmission time of a frame from a node is overlapped with its 
firing message transmission time, then the frame should be fragmented or the start time of the 
frame transmission should be delayed after the firing. 

Since the desynchronization process makes all nodes’ firing times to be evenly distributed 
in a time interval, slot lengths of all nodes converge a same value, NTLs /≈ , by Eqs. (2) and 
(3).  

Since the firing messages are sent at the middle of allocated slots, if the transmission time of 
a frame is overlapped with that of the firing message as shown in Fig. 3 (a), the frame 
transmission should be deferred after the completion of the firing message’s transmission. In 
addition, if the transmission completion time of a frame exceeds its slot boundary, the 
transmission should be also delayed until its next slot. It causes the slot waste problem, in 
which a part of the slot can not be utilized for the frame delivery due to the firing at the middle 
of the slot as shown in Fig. 3 (a). It is noted that the slot waste problem of Fig. 3 (a) is caused 
by the firing message sent at the middle of the slot, and we call it as the split slot model. 

Let assume a saturation traffic condition where all nodes always have frames to transmit. 
As the number of nodes increases, the slot length for each node decrease, and the number of 
frames delayed and buffered during the slot also increases. Then, it may lead to the saturation 
traffic condition. Under the saturation traffic condition, the maximum sizes of frames to be 
transmitted consecutively before and after the firing time, )1(

maxL  and )2(
maxL , respectively, are 

limited to as following 

 /2)1(
max sLL ≤       and (4) 

 fs  L /LL −≤ 2)2(
max ,  (5) 

where fL  denotes the transmission time of the firing message, and the inter-frame gap (IFG) 
between continuous and consecutive transmitted frames is assumed to be ignored. 

 
Fig. 3. The examples of slot wasted by split slot model and single slot model 
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To overcome the slot waste problem, the time of the firing message can be moved to the 
start of the slot as shown in Fig. 3 (b). We call it as the single slot model. Then, the maximum 
size of frames to be transmitted consecutively during the slot ( single

maxL ) is given by 

fs LLL −≤single
max , which is longer than that in the split slot model and the slot can be utilized 

more effectively for the frame transmission. A similar structure of the single slot model has 
been assumed in [17], in which it was only an assumption that the first packet during the slot 
may be utilized as the firing message. However, the author of [17] did not provide any 
practical mechanism and effectiveness of the method. 

3. Firing Offset Adjustment of DESYNC-TDMA 

We can consider a slot assignment scheme to implement the single slot model while 
complying with original DESYNC-TDMA as follows. Fig. 4 shows a comparison of two slot 
assignment schemes: In the slot assignment process of original DESYNC-TDMA, the slot is 
allocated according to Eqs. (2) and (3) and the firing occurs at the middle of the slot, as shown 
in Fig. 4 (a). To implement the single slot model, the slot of a node can be reallocated from the 
start time of its firing to the time just before the firing of its next neighbor (i.e. firing to firing), 
as shown in Fig. 4 (b). However, it is not feasible due to the slot violation problem by firing 
messages, as described in Fig. 5. For example, given the slot allocation situation at t-th time 
interval shown in Fig. 4 (b), node B’s next firing time )1( +tBφ  is determined as the 
mid( )(tAφ , )(tCφ ). When )]1(),1([)1( '

,
'

, ++⊂+ tStSt endAstartABφ , )1( +tBφ  collides to the slot 
of node A. It means that the node B’s next firing message may be collided with node A’s data 
packet when it is sent when the network is not desynchronized. The loss of firing messages due 
to such collisions causes the failure of desynchronization. Thus to use the firing to firing slot 
assignment scheme, the desynchronization process needs to be modified not to collide the 
firing message and the slots of other nodes. However, it breaks the rule of desynchronization. 

 
Fig. 4. A comparison of slot assignment schemes 

 
Fig. 5. An example of slot violation when using the firing-to-firing slot assignment 
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3.1 Firing Offset Adjustment Scheme 
As discussed before, the implementation of the single slot model is not simple work. The 

critical problem of the single slot model in Fig. 4 (b) is the slot violation, in which the firing 
message is sent out of the allocated slot and then it causes the failure of the desynchronization 
process due to the collision of firing messages. Basically, to maintain the desynchronization 
process in the single slot model, each node should know the original firing time of each 
neighbor node, )(tφ  [7]. 

In this section, we propose a firing offset adjustment scheme to effectively implement the 
single slot model in DESYNC-TDMA, which does not break the rules of the 
desynchronization process. It is noted that the exact scheduling of nodes’ firing times is the 
key point to maintain the desynchronization process in DESYNC-TDMA. The proposed 
method consists of three parts: transfer of the time offset by firing message, estimation of the 
original firing time, and calculation of the desired firing time in the next slot. 

 
1) Transfer of the time offset by firing message 

In DESYNC-TDMA, nodes utilize the reception time of firing messages from neighbors to 
calculate its firing time in next time interval using Eq. (1). When it is applied to the single slot 
model shown in Fig. 4 (b), it may cause the slot violation problem as Fig. 5, for example. To 
overcome the slot violation problem in the desynchronization process, each node should know 
the original firing times of neighbors calculated by Eq. (1), instead of the reception times of 
firing messages.  

Let )(, tT offsetj  be the time offset between the original firing time of node j calculated by Eq. 
(1) and the actual firing time sent at the start of the assigned slot in t-th time interval. Then, we 
have 

 )()()(, tSttT start ,jjoffsetj −= f . (6) 

Fig. 6 shows the proposed format of the firing message, which is extended from the 
message described in [7]. The firing message format defined in the original DESYNC-TDMA 
of [7] consists of <Type> and <ID>, which mean the field to distinguish whether it is firing 
or data packet and the node’s identifier (e.g., node’s MAC address), respectively. Also, the 
new added field of <Time_Offset> denotes the time offset obtained by Eq. (6). 

 
Fig. 6. The format of firing message 

 
2) Estimation of the original firing time 

Let )(ˆ
, tjiφ  be the time that node i receives a firing message from node j in t-th time interval. 

In the firing message, the time offset of node j, )(, tT offsetj , is included. Then, the node i can 
obtain the original firing time of node j as 
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 )()(ˆ)( ,,, tTtt offsetjjiji +=ff . (7) 

Among )(, tjiφ s, node i can determine its )(, ti −φ  and )(, ti +φ  as the estimated original firing 
times just before and after its firing time, )(tiφ , respectively. 

 
3) Calculation of the desired firing time in the next slot 

With estimated )(, ti −φ  and )(, ti +φ , the desired firing time of node i in the next (t+1)-th time 
interval, )1( +tiφ , can be calculated by using Eq. (1). The slot duration 

))1(),1([ ,, ++ tStS endistarti in (t+1)-th time interval is also calculated by using Eqs. (2) and (3). 
Then, node i sends its firing message at )1(, +tS starti  in (t+1)-th time interval, which includes 
time offset value of )1()1()1(, +−+=+ tSttT start ,iioffseti f . 

 

3.2 Numerical Analysis  
To analyze the performance of the proposed single slot model, it is assumed a saturation 

traffic condition, in which each node always have the data packet to send. The slot utilization 
is considered as a major performance measure, and the following terms are utilized for the 
analysis as shown in Table 1. 

 
Table 1. Notations 

Symbol Description 

N number of nodes in the network 

T TDMA frame time interval (in second), a cycle length 

Ls Length of a slot (in second), assigned to a node 

Lf Length of a firing message (in second) 

P MPDU length (in second) 

H Header length (in second), i.e., packet preamble + MAC header 

R, R1, R2 
Reminder of slot (in second) in a slot, 1st half, and 2nd half, 
respectively 

Npkts ,Npkts,1, Npkts,2 Number of packets in a slot, 1st half, and 2nd half, respectively 

Padd ,Padd,1 ,Padd,2 
Additionally transmitted packet length in a slot, 1st half, and 2nd 
half, respectively 

 
As mentioned before, as the result of the desynchronization process, each node’s slot is 

evenly distributed in a time interval T. That is, the slot length of each node converges the same 
value of NTLs /≈ , by Eqs. (2) and (3). The slot structures for analysis of the split and the 
single slot models are shown in Fig. 7 (a) and Fig. 7 (b), respectively, which are based on that 
illustrated in [17]. When the remainder part of a slot is not enough to send a whole data packet, 
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it can be wasted not sending the data packet or used to send the data packet by fragmenting it 
according to the slot utilization scenarios, which will be described later. Since the firing 
message is sent at the middle of the slot in the split slot model, each slot is split into two parts 
such as 1st half and 2nd half, before and after the firing message, respectively, as shown in Fig. 
7 (a). On the other hand, in the single slot model, each slot starts with a firing message, which 
is followed by data packets, as shown in Fig. 7 (b). A data packet includes a header (H) and an 
MPDU (P). In both models, when the remainder part of a slot is not long enough to send a 
whole data packet, it can be wasted not sending the packet or used to send the packet by 
fragmenting it according to the slot utilization scenarios, which will be described later. 

 
Fig. 7. Analysis model of two slot models 

For the analysis, the following two scenarios with respect to the fragmentation are 
considered for the proposed single slot model (SNGL) and the existing split slot model (SPLT) 
presented in [7]: (a) without fragmentation (NOFRAG) and (b) with fragmentation (FRAG). 

 

3.2.1 NOFRAG Scenario: without fragmentation 
In NOFRAG scenario, nodes cannot transmit a data packet larger than the reminder of a slot, 

R1 or R2 in SPLT, or R in SNGL.  
 

1) NOFRAG-SPLT (NOFRAG Scenario in the split slot model) 

In the split slot model, a firing message splits its slot into two parts: the former part from the 
start of the slot to the start of the firing message (1st half), and the latter part of the firing 
message to the end of the slot (2nd half). It is noted that since the firing message is included in 
the 2nd half, thus the 2nd half has less usable than the 1st half. We have the maximum number of 
data packets that can be transmitted in each half as following 

 





+
=

PH
L  N s

pkts
2/

1,  (8) 
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






+

−
=

PH
LL

  N fs
pkts

2/
2, .  (9) 

Then, the total number of data packets in the whole slot allocated is written as 

 2,1,
SPLT-NOFRAG  pktspktspkts NNN += . (10) 

 
2) NOFRAG-SNGL (NOFRAG Scenario in the single slot model) 

As we can see from Fig. 7 (b), the firing message sends at the beginning of the slot, the rest 
of the slot can be fully utilized for the delivery of data packets. So, the maximum number of 
data packets in the slot will be calculated by: 

 







+

−
=−

PH
LL

  N fsSNGLNOFRAG
pkts   (11) 

3.2.2 FRAG Scenario: with fragmentation 
In some wireless communication environments, fragmentation schemes are used to improve 

reliability by increasing the probability of successful transmission in poor wireless channel 
characteristics [19]. We use the similar fragmentation scheme to model the fragmenting 
scenario. MPDU will be divided into two packets and the latter fragment needs additional 
header H. In FRAG scenario, when a data packet is larger than the reminder, it is fragmented 
into two parts. The first fragmented packet is made to be suitable to be sent in the remainder. 
Then, an additional header is appended to the second fragmented packet and it is sent at the 
next half or next slot. 

 
1) FRAG-SPLT (FRAG Scenario in the split slot model) 

In FRAG-SPLT scenario, there could be three types of fragmented data packets as shown in 
Fig. 8, where D means a whole data packet, while fD 1,•  and fD 2,•  denote the first and the 

second fragmented packets of •D . In Fig. 8, fD 2,1  is the second fragmented packet not sending 

in the previous slot. fD 1,2  and fD 2,2  are the two fragmented packets split in a slot, respectively. 

They can be sent in a slot. And, fD 1,3  is the first part of a packet fragmented and in the 2nd half. 

The second fragmented packet fD 2,3  will be sent at the start of the next slot.  

 
Fig. 8. Rearrangement of the fragmented packet 
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For the sake of the analysis, since the packet fragmentation is done in the remainder in each 
half, we can merge the durations of fragmented packets in each half into one remainder, R1 and 
R2 in 1st and in 2nd halves, respectively, as shown in the bottom of Fig. 8. Then, with Eqs. (8) 
and (9), the lengths of the merged reminder R1 and R2 can be obtained by 

 )(
2

 1,1 PHN
L

R pkts
s +×−= , (12) 

 )(
2

 2,2 PHNL
L

R pktsf
s +×−−= . (13) 

Now we can get the time which additional ratio of a packet can be transmitted in each half, 
written by:  

 







>≥−

>−
=

otherwise.0
HR2H ifHR

HR ifHR
 Padd ,

,22

11

11

1,  (14) 

 







>≥−

>−
=

otherwise.0
HR2H ifHR

HR ifHR
 Padd ,

,22

22

22

2,  (15) 

Then, the total maximum number of data packets that can be sent in a slot is obtained by 

 
P

PP
NN N addadd

pktspkts
SPLTFRAG

pkts
)( 2,1,

2,1,
+

++=− . (16) 

2) FRAG-SNGL (FRAG Scenario in the single slot model) 

Similarly, for the single slot model, the length of reminder R is calculated by the Eq. (14), 
and given by: 

 )( PHNLLR pktsfs +×−−= . (17) 

Then we can have the time of packet transmitted in the reminder R, can be written by: 
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
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
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=
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 HRHR
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Finally, the total number of packets in the slot for the single slot model is obtained by: 

 
P

PNN add
pkts

SNGLFRAG
pkts +=−  . (19) 
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6. Performance Evaluation 
In this section, we show the performance enhancement of our firing offset adjustment 

scheme, called single slot model, comparing to the split slot model of [7]. We use the length 
parameters for a firing message (Lf) and a header (H) including packet preamble, as follows: 

 




++
+

=
(proposed) modelslot  singlefor 

modelslot split for 
 

offsetIDtype
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f LLL
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L    (20) 
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b
a

LLLL
LLL

H
fragIDtypepreamble

IDtypepreamble . (21) 

where Ltype, LID, Loffset, and Lfrag are the length variables for the field of type, identifier of a node, 
Toffset, and fragment, respectively. The Lpreamble stands for the preamble length. The header 
needs two IDs of source and destination. Table 2 lists the parameters for performance 
evaluation of both analysis and simulation. The Lpreamble and LID are quoted from IEEE 802.11b 
[19].  

 
Table 2. Parameters for performance evaluation 

Parameter Value 
T 0.1 sec 
N From 1 to 150 (x-axis) 
Lpreamble 192 us 
datarate 1,000,000 bps 
Ltype 4 us (4 bits) 
LID 48 us (48 bits) 
Lfrag 4 us (4 bits) 
Loffset 32 us (32 bits) 

 
The simulation was performed by MATLAB and it conducted by modeling the DES 

simulation in a node. We collect the actual total amount of packet transmitted by a node during 
simulation time 1,000 sec. A node sends a packet and increases its simulation time as packet 
length (i.e. transmission delay). Then we compare the results of slot to MPDU efficiency from 
analysis and simulation, calculated by  

 
s

SCHME
pkts

L
PN

S
×

=   .  (22) 

where SCHME is one of NOFRAG-SPLT, FRAG-SPLT, NOFRAG-SNGL, or FRAG-SNGL. It 
is noted that NOFRAG-SPLT and FRAG-SPLT denote the schemes for the original 
DESYNC-TDMA, while NOFRAG-SNGL and FRAG-SNGL denote the proposed ones. 
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Fig. 9. Performance enhancement by adjusting firing offset 

Fig. 9 shows the results of analysis and simulation when P=512 bits. Fig. 9 (a) and (b) are 
the results of NOFRAG scenario and FRAG scenario, respectively. The graph denoted by 
SPLT and SNGL in Fig. 9 represent the split slot model and our proposed single slot model, 
respectively.  

Fig. 9 (a) shows the single slot model (SNGL) enhances the capacity in the NOFRAG 
scenario. There is no capacity after 63 nodes in the split slot model, whereas the slot to MPDU 
efficiency is increased and packets are able to be transmitted until 92 nodes in our single slot 
model. The analysis and simulation show the same results. Fig. 9 (b) depicts the result FRAG 
scenario. The single slot model (our proposed) shows more efficient than the split slot model 
(the existing). There are two remarkable points: v-shaped graph and difference of analysis and 
simulation of FRAG-SNGL. First, the v-shaped graph shown in the section 53-92 nodes has 
the decreasing phase and the increasing phase of the efficiency. The decreasing phase is 
caused by the decrease of amount of the traffic sent more than the decrease of the slot length, 
and the increasing phase is caused by the fixed amount of traffic sent but the decreasing slot 
length. 

Another remarkable point is the difference of analysis and simulation in the FRAG-SNGL 
scenario. In contrast in the almost of existing case, the results of analysis and simulation are 
the same, there are some differences in the FRAG-SNGL scenario. It is caused by a packet 
fragmentation due to the lack of enough slot length, in the section of 93-120 nodes in the Fig. 
9 (c), representatively. For example, slot length at n=100 nodes is 1 ms and the MPDU can be 
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transmitted only 428 us since the Lf and H need 276 us and 296 us, respectively. Thus the 
MPDU (512 bits in this case) is fragmented 428 bits and 84 bits, and the second fragment will 
be sent at the next slot. Totally 1536 bits can be sent during 5 slots in the simulation. We get 
the 0.428 for analysis and 0.3072 for simulation, at the 100 nodes. Therefore the difference is 
caused by the additional header. The result of analysis stands for the maximum efficiency and 
that of simulation is the actual transmitted throughput. Fig. 9 (d) shows the gap of analysis and 
simulation result of FRAG-SPLT and FRAG-SNGL. It shows the differences with maximal 
165.4 us at 53 nodes. 

 

 
Fig. 10. Performance aspects of varying the packet size 

We have conducted several results of varying the packet size shown in Fig. 10. The graphs 
of Fig. 10 (a), (b), and (c) show the results of the NOFRAG scenario. As the packet size 
increases, the available capacity of the number of nodes is decreased due to the lack of slot 
reminder. Our single slot model has better capacity than the existing split slot model. Then, the 
graphs of Fig. 10 (d), (e), and (f) depict the performance enhancement of FRAG scenario. Our 
model shows generally better performance than the existing model, and the gap of analysis and 
simulation of FRAG-SNGL is decreased because the ratio of slot reminder is also decreased 
by increasing MPDU size. Moreover, there are some inversed sections, which show 
FRAG-SPLT has better efficiency than that of FRAG-SNGL, in Fig. 10 (d) such as the section 
of 35-53 nodes. It is caused by increasing the overhead of Toffset field in the firing message. 
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The original DESYNC-TDMA splits the allocated slot into two half slots by the firing 
message which should be transmitted in the middle of the slot. The proposed scheme in this 
paper which is called firing offset adjustment scheme has an advantage of increasing the 
number of pacekts transmnitted in the allocated slot. Thus the capacity of the network is also 
increased. The proposed scheme has only a small amount of overhead to forward the offset 
how far the firing was moved from the original firing phase. However, the amount of overhead 
is much smaller than the amount of slot that can be secured by the proposed scheme, thus the 
impact of the weakness is negligible. 

Moreover, the remarkable contribution of our offset adjustment scheme of firing message is 
that the firing message can be located any time in the slot using the time_offset. It 
provides the single slot model as well as the protocol flexibility of the firing message. For 
example, the firing messages of each node can be placed in the specific section in the time 
interval T such as control period if needed. 

5. Conclusion 
The DESYNC-TDMA is a bio-inspired MAC protocol suitable for WSN environments with 

its lower overhead than CSMA/CA-based MAC protocols. DESYNC-TDMA has a good 
property for self-organization in WSNs, which is PCO-based desynchronization. All nodes in 
a DESYNC-TDMA network can allocate their slots in a distributed manner without any 
central controller. However, as mentioned earlier, the split slot model (existing scheme) 
adapted in conventional DESYNC-TDMA-based schemes has the limitation that firing 
messages should be sent at the middle of slots to maintain the desynchronization process. Due 
to the firing scheme, each allocated slot is split into two half slots. It causes waste of slot 
utilization as discussed earlier. In this paper, an effective firing offset adjustment scheme has 
been proposed not only to overcome the slot waste problem but also to improve slot utilization 
performances. The proposed method can provide larger slot length than the original 
DESYNC-TDMA without breaking the rules of DESYNC-TDMA. To show the effectiveness 
of the proposed method, we derived the performance models of the existing and the proposed 
methods for two scenarios whether the fragmentation is applied or not. Thorugh the analysis 
and the simulation experiments, peformance comparisions between the existing and the 
proposed schemes have been carried out. The results showed that the proposed scheme can 
minimize the wasted slots, and hence proivde much better efficiency of slot utilization to 
deliver packets than the existing schemes. 

As everything including sensors are being connected to the Internet through wireless 
networks, the distributed and autonomous networking operations of sensors in WSNs should 
be needed much more than before. It is expected the DESYNC-TDMA can be one of the 
promising solutions to achieve the requirements. And, it is also expected that the proposed 
method can be utilized effectively in such a future WSN environments.  

Most of existing works including the paper have considered the single hop environments. In 
practical WSN environments, multihop packet delivery may be required. The extended 
DESYNC-TDMA for such multihop topologies has been proposed [20]. However, since the 
method is also based on the original DESYNC-TDMA, which apapts the split slot model, it 
still has the slot waste problem as discussed earlier. The proposed scheme is expected to be a 
good solution to overcome the problem that the extended DESYNC-TDMA has. The 
extension of the proposed method to multihop packet delivery environements requires for 
further study. 
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