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Abstract—As telecommunication technologies in 

telemedicine services are developed, the expeditious 

development of wireless and mobile networks has 

stimulated wide applications of mobile electronic 

healthcare systems. However, security is an essential 

system requirement since many patients have privacy 

concerns when it comes to releasing their personal 

information over the open wireless channels. Due to the 

invisible feature of mobile signals, hackers have easier 

access to hospital networks than wired network systems. 

This may result in several security incidents unless 

security protocols are well prepared. In this paper, we 

analyzed authentication and authorization procedures 

for healthcare system architecture to apply secure M-

health systems in the hospital environment. From the 

analyses, we estimate optimal requirements as a 

countermeasure to its vulnerabilities. 

 

Index Terms—M-health system, U-health System, Mobile 

device, Wireless network, Security, Authentication 

 
I.INTRODUCTION 

 

INFORMATION technology is developed, many 

organizations such as government agencies, public 

institutions and corporations have employed information 

and communication systems to improve efficiency of their 

work process. For the past few years, healthcare 

organizations over the world have also had a blueprint to 

adopt the Health Information System (HIS) based on the 

wireless network infrastructure. As a part of the wireless 

network, a mobile device has been employed in a large 

scale of hospitals due to its outstanding mobility. 

Conventionally physicians, who are in charge, use a 

paper-based chart when they visit wards or meet regularly 

for patient check-ups although the hospital has a network-

based infrastructure. After the round of visits, medical 

staffs should bring their chart back to the registration 

interface of intranet where they can update the medical 

records. When it comes to the process of working 

efficiently, it takes time and manpower which repeat 

unnecessary processes. This problem can be resolved by 

using the mobile device which provides portability and 

easy-to-use interface to the hospital staffs. For instance, 

immediate access to the Electronic Medical Record (EMR) 

database offered through the mobile device may reduce 

the processing time to access and update EMR. The 

owner of personal information will also suffer from 

hackers due to personal information being used 

maliciously [1]. For this reason, the Department of Health 

and Human Services (HHS) in the United States has 

recently issued “an interim final rule regulating when and 

how patients must be notified if their healthcare 

information has been exposed in a security breach by 

hospitals, physician offices and other healthcare 

organizations.” [2].Mobile healthcare (m-healthcare) is an 

important research direction for the application of 

wireless communication in healthcare systems. Therefore, 

many wireless technologies, including IEEE 802.11,  

Bluetooth, and Wi-Fi, are used to form wireless local  

area networks (WLAN) and connect to the Internet.  

Mobile networks not only provide mobility to patients, 

but also allow physicians so they can access patients’ data 

anytime and anywhere. This brings important benefits to 

both patient and medical service provider. During the 

process of constructing an m-healthcare system, wireless 

sensors act as personal digital assistants that monitor the  

state of a patient, while also working for physicians by  

sending or receiving instant messages, either to hospitals 

to query about the patient’s information, or to the patient 

to remind him or her about necessary medication or 

examinations. In a word, m-healthcare environments can 

collect, transfer, and exchange medical information in a 

distributed method. However, security is an essential 

requirement of the mobile healthcare system, since many 

patients have privacy concerns when it comes to releasing 

their information over the open wireless channels [3].On 

the basis of above issue, we analyzed security mechanism 

and protocols to prevent any security threats and 

vulnerabilities under the M-health environment. At the 

beginning of this paper, related studies with E-health 

security mechanism will be introduced to compose a 

secure M-health architecture. Secondly, identity 

authentication procedures on each network and 

application layer of the M-health service will be focused 

as the main point of this paper. Lastly, a security 

assessment will be conducted to prove the improvements 

of proposed security mechanism and future works 

relevant to the healthcare system will also be addressed to 

reinforce the M-health system. 
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II. RELATED WORKS 

 

In the real world, information related with healthcare 

service is very confidential and sensitive; divided security 

mechanism is required for mutual security. Telemedicine 

system often consists of the combination of 

communication infrastructure, physiology monitoring 

subsystem and care management subsystem. Mobile  

healthcare system using RFID was proposed. They   

present a mobile healthcare service (MHS) platform   

that uses the RFID technology and mobile devices for 

identifying and positioning persons and objects both for 

inside and outside hospital. They also demonstrate how it 

can be obtained patient’s location and bio-information for 

hospital and government to make real time reaction based 

on the application for SARS infection control precautions 

[4]. On top of authentication, the system determines a set 

of actions performed by the user which is called 

authorization [5]. Also, healthcare experts increasingly 

require medical data delivered in real time to support their 

decision making process. The adoption of mobile devices 

allows this process to take place concurrently. D.Halperin 

surveyed that “In the future Mobile Health (M-Health) 

applications will take advantage of technological 

advances such as nanotechnology, device miniature, 

device convergence, high-speed mobile networks, and 

advanced medical sensors.” in his article [6]. When it 

comes to the performance of processing speed at database 

query, a concept of bucket index will be implemented to 

upgrade the DB performance. Gorawski in 2006 proposed 

the indexing agents running in a distributed mobile agent 

system, which make up the distributed bucket index. To 

improve the processing performance and help to control 

the workload, the idea of bucket index has been 

implemented in the system based on mobile agents. 

Consequently, our task in this paper is building a secure 

and efficient wireless data access architecture using 

various mechanisms and protocols as a step to the U-

health system. 

 

 

III. PROPOSED SECURITY  

MECHANISM 

 

The security design of the protocol should not impede 

normal operations, and should prevent a malicious 

adversary from getting any information. As mentioned 

in the background section, M-health may bring 

unlimited convenience to customers and staffs in 

hospitals. However, security vulnerabilities can be found 

and would be used by hackers in terms of Information 

Technology. Security breaches may result in a loss of 

data or leakage of personal information unless hospital 

information systems are designed with security features. 

However, it is easy to commit a mistake that many 

organizations neglect security parts as security features 

do not generate any visual profit for them. According to 

NewsRx.com about result of security survey conducted 

with more than 100 global life sciences and health care 

companies, many organizations including health care 

companies consider a security part as a lowest priority 

task, and even the security budget is just a small part of 

IT budget [7] 
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Fig.1. Use of Mobile Phone in M-health 

 

To sum up, it is an obvious fact that well-organized 

security plan can prevent the expected problems in 

advance before they happen. It also means they can save 

money, time and man-power for a recovery after security 

incidents. Therefore, security parts in organizations 

should be valued high priority. EHR systems have two 

main security concerns: transmission and access. 

Transmission security refers to the healthcare delivery 

organization’s ability to ensure that transmitted data is 

safe from potential security threats an route, and access 

security refers to the healthcare delivery organization’s 

ability to ensure that system access is granted only to 

appropriate individuals. Transmission security concerns 

typically arise during wireless network implementation. 

The Wired Equivalent Privacy (WEP) protocol was 

designed to provide the same level of privacy as a wired 

network, but due to security concerns over the WEP 

standard, experts continue to debate whether WEP alone 

is sufficient for HIPAA transmission security. 

Consequently, the healthcare delivery organization should 

use a combination of WEP and other security protocols 

for wireless networks. Authentication and privacy 

protection In order to avoid such potential security 

breaches, the existing Health Agents architecture should 

tackle some generic security requirements as outlined 

below [2].  

In this section, we will discuss and propose 

authentication methods based on network and application 

respectively. Also, database security measures will be 

proposed in order to establish a secure M-health 

environment [6]. 
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A. Authentication based on Application 

We describe the major security requirements for data 

security and privacy for ubiquitous networks as follows.  

a) Data storage security requirements 

1. Confidentiality  

Patient-related data should be kept confidential 

during storage periods. Especially, its confidentiality 

should be robust against node compromise and user 

collusion. 

2. Dynamical integrity assurance 

Patient-related data must not be modified illegally 

during storage periods, which shall be checked and 

detected by a node dynamically. 

3. Dependability 

Patient-related data must be readily retrievable when 

node failure or data erasure happens. 

b) Data access security requirements 

1. Access control (privacy) 

A fine-grained data access policy shall be enforced 

to prevent unauthorized access to patient-related data 

generated by the WBAN. 

2. Accountability 

When a user of the WBAN abuses his/her privilege 

to carry out unauthorized actions on patient-related 

data, he/she should be identified and held 

accountable. 

3. Revocability 

The privileges of WBAN users or nodes should be 

deprived in time if they are identified as 

compromised or behave maliciously. 

4. Non-repudiation 

The origin of a piece of patient-related data cannot 

be denied by the source that generated it. 

c) Other requirements 

1. Authentication 

The sender of the patient-related data must be 

authenticated, and injection of data from outside the 

WBAN should be prevented. 

2. Availability 

The patient-related data should be accessible even 

under denial-of-service (DoS) attacks. 

 

B. Authentication based on Application 

Users must be authenticated by web-based 

authentication system for accessing to EMR despite the 

user establishes connection to the network through 

network authentication. The Security Guidance 

republished by HIPAA in USA, report advises using 

two-factor authentication. The usual authentications 

based on challenge-response handshake, session key 

agreement during the authentication process and secure 

communication with a session key enable confidential 

communication. In the mechanism we proposed, data 

transmission between mobile device and web-based 

authentication server is secured by SSL channel. SSL 

channel automatically generates and exchanges keys. 

Symmetric cryptography supported by OpenSSL is 

chosen for cryptographic control because that public key 

scheme decrypts at speeds more than the maximum 100 

times slower than symmetric key scheme. Fig 2 shows 

authentication between mobile device and secured 

database [6]. 

 

 

 
Fig.2. Process of EAP-TLS with WPA2 in a wireless 

communication network 

 
TABLE 1 

TERMS DEFINITION 

M Mobile device 

S Web based authentication server 

D Database 

C(x) Cipher-text 

q Query for response request 

r Response for query 

k Key 

n New key(Random number) 

  

R(x) Result of request 

H(x) Hash functioned with x 

En(x,k) Encryption of x by key 

De(x,k) Dncryption of x by key 

 

 

 

 
Fig.3. Authentication Process 
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For help of understanding the scheme in authentication 

based on application, following user authentication 

scenario presented in Figure 3. Here, we describe in detail 

the application based authorization procedure. To prevent 

unauthorized user access, user verification and 

identification are required. 
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As mentioned above, the authorization scheme that 

based reasonable encryption algorithm and minimum 

workload oriented design supports the HIS requirement 

such as a confidentiality and privacy with rapid process. 

However, more defensive methods should be applied to 

the HIS against malicious attacks. 

 

 

IV. SECURITY ANALYSES 

 

As a last step, proposed multi-layer security mechanism 

is assessed by comparison to fragile security mechanism 

which can often be used in real industries. The contents 

are categorized as below. In terms of mutual security, the 

use of ID and password for access to EMR database can 

be vulnerable.  While, authentication using the digital 

certificate will prevent illegal access even if hackers 

obtain the user’s ID and password in the proposed 

mechanism. Also, each individual or group will be 

assigned different authorization for access to DB based on 

their role. In addition, the proposed mechanism employs 

multiple encryption methods to protect data securely. To 

disclosure data, hackers need to know all different 

encryption methods and their keys. Next, DB performance 

in our model satisfies two key factors which include 

security and speed. Encryption makes data confidential 

and the bucket index improves the DB speed. On the other 

hand, the proposed security model has an issue with 

compatibility. The latest wireless devices may be required 

because some of old devices cannot support WPA2, but it 

could be worth to invest in new devices because it may 

provide mutual security to the wireless hospital system. 

 
TABLE 2  

SECURITY ANALYSES 

 
 

 

V. CONCLUSION 

 

The use of the mobile device in the hospital 

environment offers an opportunity to deliver better 

services for patients and staffs. In this paper, we proposed 

the security mechanism focused on the multi-layer 

authentication with sensible information management in 

the hospital. It was also implemented with consideration 

the characteristics of the hospital in the real world, so that 

optimized security protocols and mechanisms are 

employed for the high performance and security. Finally, 

a challenge in the near future will be the integration of 

Ubiquitous Sensor Network with security protocols to the 

hospital environment. 

 



Jung-Tae Kim : SECURE AUTHENTICATION WITH MOBILE DEVICE FOR UBIQUITOUS RFID HEALTHCARE SYSTEM IN WIRELESS 566 

ACKNOWLEDGMENT 

 

This research was supported by Basic Science Research 

Program through the National Research Foundation of  

Korea (NRF) funded by the Ministry of Education, 

Science and Technology(grant number:2011-0026950) 

 

 

REFERENCES 

 
[1] Olla, P., Mobile health technology of the future: creation of an M-

Health taxonomy based on proximity. International Journal of 

Healthcare Technology and Management (IJHTM), 2007. 

[2] Debargh Acharya, et al, “Security in Pervasive Health Care 

Networks: Current R&D and Future Challenges”, 11th 

International Conference on Mobile Data Management”, pp.305-

306, 2011. 

[3] Azzedine Boukerche, et al, “A Secure Mobile Health System 

Using Trust-Based Multicast Scheme”, IEEE J. On selected areas 

in communications, vol.27, no.4, pp.387-399, May 2009. 

[4] Cheng-Ju Li et al., “Mobile healthcare service system using WID”. 

IEEE, International Conference on Networking, Sensing and 

Control, pp. 1014-1019, Mar. 2004. 

[5] I. Vajda and L. Buttyan, “Lightweight authentication protocols for 

low cost RFID tags,” in Proc, 2nd Workshop on Security in 

Ubiquitous Computer, pp.76-82, 2003. 

[6] Kim, J., and Sahama, T. “A Study on the Encryption Model for 

Numerical Data”, International Journal of KIMICS, Vol.7, pp. 31-

34, 2009. 

[7] Stallings, W., Cryptography and Network Security (4th Edition). 

Prentice Hall., 2006. 

 

 

 

Jung-Tae Kim received his Ph.D. degrees in 

Electronic Engineering from the Yonsei 

University in 2001. From 1991 to 1996, he 

joined at ETRI, where he worked as senior 

member of technical staff. In 2002, he joined 

the department of electronic engineering, 

Mokwon University, Korea, where he is 

presently professor. His research interest is in 

the area of information security technology that 

includes network security system design, 

RFID&USN and wireless security protocol. 

 



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /All
  /Binding /Left
  /CalGrayProfile (Dot Gain 20%)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Tags
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJDFFile false
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /LeaveColorUnchanged
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams false
  /MaxSubsetPct 100
  /Optimize true
  /OPM 1
  /ParseDSCComments true
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo true
  /PreserveFlatness true
  /PreserveHalftoneInfo false
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts true
  /TransferFunctionInfo /Apply
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
  ]
  /NeverEmbed [ true
    /AmeriGarmnd-BT
    /AmeriGarmnd-BTBold
    /AmeriGarmnd-BTBoldItalic
    /AmeriGarmnd-BTItalic
    /Baskerville-BT
    /BernhardFashion-BT
    /Blippo-BlkBT
    /Bodoni-BdBT
    /Bodoni-BdBTItalic
    /Bodoni-BkBT
    /Bodoni-BkBTItalic
    /BroadwayEngraved-BT
    /BrushScript-BT
    /CentSchbook-BT
    /CentSchbook-BTBold
    /CentSchbook-BTBoldItalic
    /CentSchbook-BTItalic
    /CommercialScript-BT
    /Cooper-BlkBT
    /Cooper-BlkBTItalic
    /Courier10-BTBold
    /Courier10-BTBoldItalic
    /DomCasual-BT
    /Freehand591-BT
    /FuturaBlack-BT
    /FZWBFW--GB1-0
    /FZXKJW--GB1-0
    /GoudyOlSt-BT
    /GoudyOlSt-BTBold
    /GoudyOlSt-BTBoldItalic
    /GoudyOlSt-BTItalic
    /H_CIRNUM
    /H_EQSYM1
    /H_EQSYM2
    /H_HEBREW
    /H_KEYBD
    /H_MULTI1
    /H_MULTI2
    /H_PROSYM
    /HighlightLetPlain
    /Hobo-BT
    /JohnHandyLetPlain
    /LaBambaLetPlain
    /Liberty-BT
    /MBatang
    /MDotum
    /MekanikLetPlain
    /MGungHeulim
    /MGungJeong
    /MJemokBatang
    /MJemokGothic
    /MSugiHeulim
    /MSugiJeong
    /MurrayHill-BdBT
    /Newtext-BkBT
    /OCR-A-BT
    /OCR-B-10-BT
    /OdessaLetPlain
    /OrangeLetPlain
    /Orator10-BT
    /ParkAvenue-BT
    /PumpDemiBoldLetPlain
    /QuixleyLetPlain
    /RuachLetPlain
    /SandSm
    /SandTm
    /ScruffLetPlain
    /Swis721-BT
    /Swis721-BTItalic
    /TirantiSolidLetPlain
    /UniversityRomanLetPlain
    /VictorianLetPlain
    /WestwoodLetPlain
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 300
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 300
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages true
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /ColorImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 300
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages true
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /GrayImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 1200
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile ()
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000500044004600206587686353ef901a8fc7684c976262535370673a548c002000700072006f006f00660065007200208fdb884c9ad88d2891cf62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef653ef5728684c9762537088686a5f548c002000700072006f006f00660065007200204e0a73725f979ad854c18cea7684521753706548679c300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <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>
    /DEU <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>
    /ESP <FEFF005500740069006c0069006300650020006500730074006100200063006f006e0066006900670075007200610063006900f3006e0020007000610072006100200063007200650061007200200064006f00630075006d0065006e0074006f0073002000640065002000410064006f0062006500200050004400460020007000610072006100200063006f006e00730065006700750069007200200069006d0070007200650073006900f3006e002000640065002000630061006c006900640061006400200065006e00200069006d0070007200650073006f0072006100730020006400650020006500730063007200690074006f00720069006f00200079002000680065007200720061006d00690065006e00740061007300200064006500200063006f00720072006500630063006900f3006e002e002000530065002000700075006500640065006e00200061006200720069007200200064006f00630075006d0065006e0074006f00730020005000440046002000630072006500610064006f007300200063006f006e0020004100630072006f006200610074002c002000410064006f00620065002000520065006100640065007200200035002e003000200079002000760065007200730069006f006e0065007300200070006f00730074006500720069006f007200650073002e>
    /FRA <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>
    /ITA <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>
    /JPN <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>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken voor kwaliteitsafdrukken op desktopprinters en proofers. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <FEFF004200720075006b00200064006900730073006500200069006e006e007300740069006c006c0069006e00670065006e0065002000740069006c002000e50020006f0070007000720065007400740065002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e00740065007200200066006f00720020007500740073006b00720069006600740020006100760020006800f800790020006b00760061006c00690074006500740020007000e500200062006f007200640073006b0072006900760065007200200065006c006c00650072002000700072006f006f006600650072002e0020005000440046002d0064006f006b0075006d0065006e00740065006e00650020006b0061006e002000e50070006e00650073002000690020004100630072006f00620061007400200065006c006c00650072002000410064006f00620065002000520065006100640065007200200035002e003000200065006c006c00650072002000730065006e006500720065002e>
    /PTB <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>
    /SUO <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>
    /SVE <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>
    /ENU (Use these settings to create Adobe PDF documents for quality printing on desktop printers and proofers.  Created PDF documents can be opened with Acrobat and Adobe Reader 5.0 and later.)
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020b370c2a4d06cd0d10020d504b9b0d1300020bc0f0020ad50c815ae30c5d0c11c0020ace0d488c9c8b85c0020c778c1c4d560002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
  >>
  /Namespace [
    (Adobe)
    (Common)
    (1.0)
  ]
  /OtherNamespaces [
    <<
      /AsReaderSpreads false
      /CropImagesToFrames true
      /ErrorControl /WarnAndContinue
      /FlattenerIgnoreSpreadOverrides false
      /IncludeGuidesGrids false
      /IncludeNonPrinting false
      /IncludeSlug false
      /Namespace [
        (Adobe)
        (InDesign)
        (4.0)
      ]
      /OmitPlacedBitmaps false
      /OmitPlacedEPS false
      /OmitPlacedPDF false
      /SimulateOverprint /Legacy
    >>
    <<
      /AddBleedMarks false
      /AddColorBars false
      /AddCropMarks false
      /AddPageInfo false
      /AddRegMarks false
      /ConvertColors /NoConversion
      /DestinationProfileName ()
      /DestinationProfileSelector /NA
      /Downsample16BitImages true
      /FlattenerPreset <<
        /PresetSelector /MediumResolution
      >>
      /FormElements false
      /GenerateStructure true
      /IncludeBookmarks false
      /IncludeHyperlinks false
      /IncludeInteractive false
      /IncludeLayers false
      /IncludeProfiles true
      /MultimediaHandling /UseObjectSettings
      /Namespace [
        (Adobe)
        (CreativeSuite)
        (2.0)
      ]
      /PDFXOutputIntentProfileSelector /NA
      /PreserveEditing true
      /UntaggedCMYKHandling /LeaveUntagged
      /UntaggedRGBHandling /LeaveUntagged
      /UseDocumentBleed false
    >>
  ]
>> setdistillerparams
<<
  /HWResolution [1200 1200]
  /PageSize [612.000 792.000]
>> setpagedevice


