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Performance and Energy Consumption Analysis of 802.11
with FEC Codes over Wireless Sensor Networks

Jong-Suk Ahn, Jong-Hyuk Yoon, and Kang-Woo Lee

Abstract: This paper expands an analytical performance model of
802.11 to accurately estimate throughput and energy demand of
802.11-based wireless sensor network (WSN) when sensor nodes
employ Reed-Solomon (RS) codes, one of block forward error cor-
rection (FEC) techniques. This model evaluates these two metrics
as a function of the channel bit error rate (BER) and the RS symbol
size. Since the basic recovery unit of RS codes is a symbol not a bit,
the symbol size affects the WSN performance even if each packet
carries the same amount of FEC check bits. The larger size is more
effective to recover long-lasting error bursts although it increases
the computational complexity of encoding and decoding RS codes.
For applying the extended model to WSNE, this paper collects traf-
fic traces from a WSN consisting of two TIPS0CM sensor nodes and
measures its energy consumption for processing RS codes. Based
on traces, it approximates WSN channels with Gilbert models. The
computational analyses confirm that the adoption of RS codes in
802.11 significantly improves its throughput and energy efficiency
of WSNs with a high BER. They also predict that the choice of an
appropriate RS symbol size causes a lot of difference in throughput
and power waste over short-term durations while the symbol size
rarely affects the long-term average of these metrics.

Index Terms: 802.11, forward error correction (FEC) algorithm,
performance analysis, Reed-Solomon (RS), wireless sensor net-
works

I. INTRODUCTION

Recently, wireless sensor network (WSN) researchers have
proposed various power-conserving and throughput-efficient al-
gorithms [1], [2] to lengthen sensor nodes’ lifetime to overcome
the difficulty of replacing their battery. Among them, forward
error correction (FEC) techniques have been actively employed
over WSNs to avoid retransmissions which are quite expensive
in terms of energy and throughput metrics [3-5]. Since long-
lasting error bursts are predominant in WSNs, the retransmit-
ted packets are likely to be re-corrupted. Note that WSN chan-
nels are noisy due to their low transmission power, random de-
ployments of sensor nodes ignoring the underlying geographical
constraints, and moving intermediate obstacles [6].

The performance of FEC codes, however, can widely fluctu-
ate depending on the types of FEC algorithms and the amount of
FEC check bits to employ. These FEC attributes should be ap-
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propriately determined according to the underlying WSN chan-
nel characteristics such as the average bit error rate (BER) and
the degree of error burstiness. Note that FEC check bits mean
redundant data to deduce correct data when data are stale.

Many researches [3—-5] have been conducted to measure this
FEC performance variation as a function of the WSN chan-
nel characteristics, especially when WSNs adopt 802.11 pro-
tocols [7] with block FEC codes in their MAC (medium ac-
cess control) layer. Even though the MAC-layer FEC codes may
not be appropriate at 802.11a [8] and 802.11g [9] which have
already employed FEC codes at their physical layer such as
Viterbi, other 802.11 protocols need to employ them over noisy
channels.

The block FEC algorithm, especially, is preferred at the MAC
layer of WSNs to other types of FEC algorithms such as the
convolutional codes since it more effectively deals with bursty
etrors. It corrects more tainted bits once all error bits are con-
tained in few symbols since they recover corrupt bits symbol-by-
symbol not bit-by-bit. The block FEC algorithm can arbitrarily
choose the size of an FEC symbol which is an atomic recovery
unit regardless of the number of corrupt bits inside the symbol.

One of these FEC studies [3] proposed a closed joint equa-
tion of throughput and power demand of 802.11-based wireless
LANSs and compared these metrics when 802.11 employed ei-
ther Reed-Solomon (RS) codes or convolutional codes. Other
relevant research [4], [5] measured the performances of their
dynamic algorithms to adjust the check-bit amount of RS codes
according to the wireless channel state.

As in [3], this paper proposes an extended performance
model [10], [11] to estimate throughput and power need of
802.11-based WSNs with RS algorithm. Differently from [3],
however, it aims at investigating the performance reliance on
the RS symbol size, not the amount of check bits since the RS
symbol size significantly impacts the packet correction rate and
the time complexity of processing FEC codes.

When the amount of RS check bits to be allocated is fixed,
the maximum number of correctable symbols varies according
to the symbol size. When a packet consists of n-bit payload and
t-bit check-bit with s-bit RS symbol, for example, RS algorithm
can recover t/(2s) error symbols at maximum. When s is large
and error bits tend to be evenly distributed over several sym-
bols, it has less chance to recover corrupt packets. The large
s also requires more energy for decoding operations since their
complexity is proportional to the square of the symbol size [12].

For applying our analytical performance model to real WSNis,
this paper abstracts real WSN traffic traces with Gilbert mod-
els [13]. It differs from [11] in that [11] adopted an analytical
channel model, which is inappropriate for representing the WSN
burstiness. Based on traffic traces measured from a WSN with
two TIPS0CM sensor nodes, we build WSN Gilbert model by

1229-2370/07/$10.00 (© 2007 KICS



266 JOURNAL OF COMMUNICATIONS AND NETWORKS, VOL. 9, NO. 3, SEPTEMBER 2007

approximating the run length complementary cumulative distri-
bution function (CCDF) of Gilbert model to that of real traces.
For computing energy demand, we actually measure energy dis-
sipation of encoding and decoding various-sized FEC codes on
TIPSOCM node and use theoretical values [14] for delivering
packets.

The analytical computations based on real 3-hour WSN
packet traces and actual power consumption measurements fore-
tell that 802.11 with RS codes significantly outperforms the
legacy 802.11 in throughput efficiency and energy consumption.
They also indicate that the FEC symbol size seldom influences
the two metrics when they are averaged over 3-hour long-term
intervals. The FEC size, however, severely affects throughput
efficiency and energy consumption by up to 24 % and 740 % re-
spectively over 10-minute short periods. This result implies that
if we dynamically adjust the FEC symbol size to the underlying
channel status as like the amount of check bits [3], {5], the per-
formance of 802.11-based WSNs would significantly increase.

This paper is organized as follows. Section II illustrates
802.11 payload formats when 802.11 adopts RS codes with vari-
ous symbol sizes and Section 11l introduces two extended 802.11
performance models for throughput and power need respectively
to embrace the effect of WSN channel errors and RS codes.
Section IV evaluates the two performance models over WSN
channels abstracted with Gilbert model by applying various FEC
symbol sizes. Section V finally summarizes this paper’s contri-
butions and lists future research items.

I1. 802.11 PACKET FORMATS WITH DIFFERENT FEC
SYMBOL SIZES

This section introduces a hypothetical 802.11 payload format
to organize the payload with various RS symbol sizes. We as-
sume that the legacy 802.11 will add some FEC-related header
fields to indicate what format it adopts since it currently spec-
ifies no payload structure in terms of FEC codes. The reason
why different RS symbol sizes require different payload formats
is that the maximum length of data to cover with a given symbol
size called a codeword is fixed. When the symbol size is s bits,
for example, the maximum size 7 of its codeword that it builds
is (2° — 1) symbols or (2° — 1)s bits. The codeword consisting
of a pair of given data to protect and their corresponding FEC
check bits is represented as (n,u) where u is the size of user
data. The FEC code of (n — u) symbols corrects as many as
(n — u)/2 error symbols regardless of whether the corrupt part
is either data or FEC code since RS algorithm needs two FEC
symbols to restore one error symbol. Fig. 1 shows five exem-
plary codeword configurations when the symbol size is 4, 5, 6,
7, 8 bits respectively.

Fig. 2 illuminates six possible packet configurations to par-
tition the fixed-size user data into some number of codewords
when the symbol is 4, 5, 6, 7, 8, 9 bits. Note that Symbol; in
Fig. 2 denotes i-bit FEC symbol size. In these packets, FEC
code represented by gray boxes and user payload depicted by
white boxes are adjusted to around 11 bytes and 69 bytes re-
spectively. Since codeword sizes vary depending on the FEC
symbol size, a packet contains different number of codewords
when the FEC symbol size changes. When s is small, a packet
would be larger than one codeword so that the packet concate-

4-bit symbol
(15,13) [ 13symbols | 2 symbols |
5-bit symbol
GL2n | 27 symbols [ 4 symbols |
6-bit symbol
(63, 55) | 55 symbols | 8 symbols |
7-bit symbol
{127, 115) 115 symbols ‘ 12 symbols I
8-bit symbol
(255,245) | 245 symbols | 10symbols |

Fig. 1. Codeword configurations for five different FEC symbol sizes.
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-
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-+

Symbol |

80 symbols | 12 symbols ]

- 1 codeword (640 bits)

70 symbols | 10 symbols ]

Symbols |

- 1 codeword (640 bits )

Symbol | 62 symbols [ 10 symbols |

Fig. 2. Packet configurations for six different FEC symbol sizes.

nates several codewords to carry a given amount of user data as
in Symboly, Symbols, and Symbolg of Fig. 2.

When one codeword is larger than the packet as in Symbol7,
Symbols, and Symbolg, the packet’s FEC code is computed
by stuffing as many null data as the difference of the two sizes.
Since null data are not actually transmitted, the FEC decoder
at the receiver verifies the transferred FEC code after padding
the same amount of null data. In Symbol;, for example, it at-
taches null data of 35 symbols (= ((27 — 1) — 80 — 12)) before
confirming the 12-symbol FEC code that arrived at the receiver.
Note also that since the packet size, 80 bytes in this example,
is not the multiple of codewords of every symbol size, the total
amount of check bits and user data in Fig. 2 is not the same. The
check-bit size of Symbolg is 80 bits while that of Symbol; is
84 bits. We believe that this minor difference would rarely af-
fect the validness of our performance and energy comparison of
802.11 with different RS symbol sizes.

1II. AN EXTENDED PERFORMANCE MODEL

This section is divided into two subsections such as through-
put model and energy model for 802.11 with RS codes.

A. Throughput Model of 802.11 with RS Codes

This section extends an analytical model of 802.11 through-
puts in [11] to include the effect of employing RS codes over
WSN channels. The original 802.11 model [10] evaluates the
contention window operated by BEB (Binary Exponential Back-
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(A-p)(1-pe)/ Wy

Fig. 3. Modified Markov chain mode! of back-off window size.

off) algorithm with a multi-state Markov chain shown in Fig. 3
where each circle labeled with (i, j) represents a state that pre-
viously experienced i collisions and needs to wait j time slots
before transmission. The steady-state probability that the 802.11
contention window stays in each circle is denoted as b; ; in (1).
For accommodating packet errors ignored in [11] although
they frequently occur over noisy WSN channels, we replace
(1 — p) with (1 — p)(1 — p.) on the left-hand side in Fig. 3. This
substitution is made to model the operation that the contention
window resets only when corruption should not happen in addi-
tion to collision. Note that p, p., and 7 stand for the collision
probability of a transmitted packet, the packet error probability
and the probability to send a packet at a given time slot respec-
tively. Based on this modified Markov model, (1)-(3) compute
both p and 7 where m, m/, and W specify the maximum num-
ber of allowable retransmissions, the maximum number of con-
tention window’s back-offs, and the minimum contention win-
dow size respectively. Please refer to [10], [11] for more details
of the derivation of (1)-(3).
i=0 m1
r=Y b = 1-(p+(1-ppe) bo.o
- 1—(p+(1-p)pe)

D

where
2{1-2(p+(1—p)pe) }H{1—p(p+(1—p)p.)} when m < m’
bo,0 = 2{1_2(P+(1—P)Pe2§/£—l’(l’+(l*P)Pe)}, when m ; m’
2
for

Z=W{l- Q@+ Q-pp))™" " Hl—-(p+ (1 -p)pe)}
H1-2(p+ (1 = pp)H1 - (p+ (1 —plpe)™ "},

Z'=W{1- Q2@+ 1 -pp))""H1—- (p+ (1 - p)pe)}
H1-2(p+ (1 = pp)H1 - (p+ (1 —p)pe)™ "}
+ W2 p™ 1 - 2(p + (1 — p)pe)}
{1=(p+ (1 -ppe)™ ™},
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State I;;l
T;
Souce [PHYhdrl MAC hdr | DATA Isms |PHYhdr| ACK |DIFS|
Ts -
Sorr lPHY hdrl MAC hdr I >sm< l EIFS |
Tg -
Seor lPHYhdr| MAC hdr | >Bx1< l EIFS l
Tc
Fig. 4. Four states’ time block diagrams of 802.11.
and
p=1-— (1—7')"41. 3

As an extension of this modified model, (4) changes the
throughput efficiency over noisy channels by adding average er-
ror duration term PgrTE in the denominator. Equation (4) de-
fines the throughput efficiency T'h.;y when n nodes constantly
try to transmit packets with L,;;(1 — o) payload according to
802.11 protocol. T'h.y is the average length of data bits to suc-
cessfully arrive at the receiver E[L;4] divided by the average
slot time spent E[T]. Note that « represents the ratio of FEC
code size to the total payload size.

Theff _ E[Lpld] _ Pst(l — a) .

E[T] PiTy + PsTs + PeTg + PoTc

4)

Equation (5) enumerates the time duration for the four states
described in Fig. 4 such as idle period T7, successful trans-
mission time T's, unsuccessful transmission time due to prop-
agation errors Tg, and collision time 7. To send a packet,
802.11 undergoes the four states such as idle state S;4., suc-
cessful transmission state Ssq.., error state S,,.., and collision
state S.,; whose time diagrams are depicted in Fig. 4. T7 is
equal to one slot time ¢ while Ts is comprised of seven de-
lay components; Tpay hdr, LarACkhdrs LpaT4 Of sending the
physical header, MAC header, L4 payload, Tsrpg delay of
SIFS (Short Inter-Frame Space), T4cx transmission delay of
an acknowledgement, round-trip propagation delay (24) that is
not explicitly described in Fig. 4, and finally Tprrs trailing de-
lay of DIFS (Distributed Inter-Frame Space). Note that one slot
time of 802.11 using FHSS (Frequency Hopping Spread Spec-
trum) is defined as 50us [7]. Differently from Ts, Tg and T
need EIFS (Extended Inter-Frame Space) before starting another
contention period.

T; =0,

Ts =2Tpayhdr + Tmachdr + TpaTa + Tsirs+
Tack + 26 +Tpirs, (5

Tg =Tpuvyhir + Tmachar + Toara +6 +Teirs,

Toe =Tpayhdr + Trachar + Tpara +0 +TErrs.

Equation (6) lists the probability of each state’s occurrence
under the assumption that 7 is the total number of nodes to com-
pete. In (6), Ps is the probability that only one node out of n
nodes delivers a packet without error where p, is the probability
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Dgood

Fig. 5. Gilbert model.

of a packet’s corruption. p. will be derived later in (8). Differ-
ently from [11], our model contains P and multiplies (1 — p,)
to nr(1 — 7)™~ for Ps.

Pr=(1-7)",
Ps=n{1—-7)""1(1 - p.),
Pg =n(l —71)""1p,,
Po=1—Pr— Ps — Pg.

Q)

For p. with FEC codes, at first we need to compute the
FEC symbol error probability pfec_sym_err shown in (7) and
the packet recovery probability ppi:_rec or (1 — p.) in (6). For
Pfec_sym_err,» WE abstract the WSN channel behavior as Gilbert
model shown in Fig. 5 as a two-state Markov model consist-
ing of two states named good state S, and bad one S}. Gilbert
model is known to be one of the common models to appropri-
ately represent the burstiness of wireless channel errors by suit-
ably selecting its two transition probabilities, py,q and Dgood-

According to this model, the probability of any one trans-
mission symbol out of ¢ symbols being in error is (1 —
(pgood/(pbad +pgood) )(1 _pbad)c_l) since the prObablhty of be-
ing in Sy and the probability of consecutively revisiting (¢ — 1)-
time Sy are Pgood/ (Pbad + Pgood) and (1 —ppeq)°~! respectively.
Note that most wireless networks modulate some number of bits
with one transmission symbol for speedup. In TIPSOCM [14]
used for building our experimental WSN, for example, the size
of one transmission symbol is 2 bits since it employs offset-
DQPSK (Differential Quadrature Phase Shift Keying). Equation
(7) computes pyec_sym_err when one FEC symbol consists of ¢
transmission symbols. For computing (7), pp.q and Pgood Would
be computed by matching CCDF of real traces’ burst lengths
with that of Gilbert model in Section 4.

Pgood

S —— @)
Pbad + Pgood

Pfec_sym_err = 1- (1 - pbad)c_l

Equation (8) computes ppit_rec O (1 — p.) of successfully
recovering a packet by RS algorithm. Here, n and ¢ represent
the size of one packet and the size of FEC codes in the unit of
FEC symbols while the size of one FEC symbol is m-bit. When
n < (2™ — 1), Ppkt_rec is the probability that the number of cor-
rupt symbols is less than or equal to ¢/2 out of n symbols. When
n > (27 —1), Ppkt_rec is the probability that the number of con-
taminated symbols is not greater than t/2d in each codeword
since user data are assumed to be packed into d(= n /(2™ — 1))
codewords and £/2 symbols are assumed to be equally distrib-
uted over d codewords. When d is not an integer, the remaining
FEC code, t — (d — 1)|t/d] is allocated to the last codeword.

For instance, 2 symbols assigned to the last codeword at Symbol
5 in Fig. 2.

Note that | -] is the floor operator. In this case, the probability
of correcting the last codeword should be separately computed
and multiplied with the recovery probabilities of the previous
codewords. pyit_rec Of Symbols in Fig. 2, for example, would
be 0.995784 x 0.99975 since the recovery probabilities of the
first 4 codewords and the last one are 0.99578 and 0.99975 when
Pe is 1.7 x 1072,

((t/2

Z (Z) (Dfeoc_sym_err)"

k=0
(1 - (pfec_sym_err)n_k)a

whenn < (2™ — 1),

t/2d

( > (d£k> (Prec_sym_err)F:

k=0

Dpkt_rec =

d
(1 - (pfec_sym_err)%_k)) s
whenn > (2™ — 1).

B. Energy Model of 802.11 with RS Codes

This section estimates the amount of power that sensor nodes
require to encode and decode RS FEC codes. The power de-
mand by RS algorithm is known to be determined by the to-
tal codeword length n and the FEC code length ¢ as shown in
(9) [12] where E,4q4 and E,,,;; represent the energy spent for
executing one addition and one multiplication instruction re-
spectively. Note that (9) evaluates only the energy consumed
at the FEC decoder since the energy spent at the FEC encoder is
assumed to be negligible in [12].

Egee = (20 + 2t%)(Bada + Bpute)- ©

Table 1 presents the actual power consumption of TIPS0CM
exhibiting the same performance as Moteiv Telos [15] when it
executes a RS program [16] to encode and decode five differ-
ent RS codewords depicted in Fig. 1. TIPSOCM employs TI’s
MSP430£149 low-power processor requiring 3V and 240u A for
processing one instruction. Note that in Table 1, we omit 9-bit
symbol codeword case due to the lack of memory in TIP50CM
for programming RS codes with 9-bit symbol.

The energy in Table 1 for decoding an RS codeword relies on
the number of its error symbols since the program code lengths
to process the different number of corrupt symbols differ. To
obtain the actual power in Table 1, we measure the encoding
and decoding time {p,. of the RS program [16] for each dif-
ferent number of errors by counting the internal clock ticks of
TIP50CM. In addition, we compute the total energy spent us-
ing (10) under the assumption that each instruction’s execution
consumes almost the same amount of voltages and currents re-
gardless of the instruction types. Especially, this assumption is
known to be valid even when processors like TIPSOCM adopt a
pipeline technique.

E =VItproc (10
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Table 1. Energy consumption for encoding and decoding RS code

RS code The number Encoding  Decoding  Encoding  Decoding
of error time time energy energy
symbols (sec) (sec) (mJ) (mJ)

(15,13) 0 0.26 0.33 0.18 0.24

1 0.26 0.46 0.18 0.33

Uncorrectable 0.26 0.32 0.18 0.23

(31,27) 0 0.49 0.59 0.35 0.43
1 0.49 0.72 0.35 0.53

2 0.49 0.84 0.35 0.61

Uncorrectable 0.49 0.67 0.35 0.48

(63, 55) 0 0.78 0.95 0.56 0.69
1 0.78 1.08 0.56 0.77

2 0.78 1.19 0.56 0.85

3 0.78 1.30 0.56 0.94

4 0.78 1.43 0.56 1.03

Uncorrectable 0.7820 1.28 0.56 0.92

(127, 115) 0 122 1.44 0.88 1.04
1 1.22 1.59 0.88 1.14

2 1.22 1.72 0.88 1.24

3 1.22 1.86 0.88 1.34

4 122 2.01 0.88 1.45

5 1.22 2.16 0.88 1.55

6 122 231 0.88 1.66

Uncorrectable 1.22 222 0.88 1.60

(255, 245) 0 2.16 2.44 1.56 1.75
1 2.16 3.43 1.56 2.46

2 2.16 342 1.56 2.46

3 2.16 3.60 1.56 2.59

4 2.16 3.60 1.56 2.59

5 2.16 3.60 1.56 2.59

Uncorrectable 2.16 3.39 1.56 2.44

Table 1 indicates that the encoding energy is not negligible
differently from the assumption in [12]. The encoding energy
for this RS program, for example, is almost half of the decoding
energy in all error cases. Table 1 also shows the total decoding
energy monotonously increases as the number of error symbols
and the size of codewords grow even though the decoding en-
ergy for uncorrectable errors is slightly less than that for the
maximum number of correctable errors.

For computing t,-o. for decoding packets whose formats
are described in Fig. 2, two equations for f4ec cor err and
tdec_unc_err in (11) and (12) average the decoding times of a
packet with recoverable errors and fatal ones, respectively. The
total energy consumed for encoding and decoding a packet with-
out errors would be simply the sum of energies needed for
encoding and decoding each codeword contained in packets.
Since correctable and uncorrectable packets have various er-
ror patterns, (11) and (12) compute their average decoding time
by summing each pattern’s processing time multiplied by each
one’s occurrence probability.

For (11) and (12), we assume that a packet contains n
codewords and each codeword is capable of recovering t cor-
rupt symbols maximally. In this case, the time for decoding
a packet with correctable errors is kotg + kit1 + -+ + kite
when k;(0 < k; < n) codewords hold i(0 < ¢ < t) cor-
rupt symbols and each codeword needs ¢; seconds to process
1 corrupt symbols. Note that each k; ranges from O to n inclu-
sively while satisfying ko + k1 + --- + k¢ = n. The number
of instances belonging to this same error pattern is, which is
equivalent to the number of ways to pick up ko, ki, - - -, k: out
of n codewords. Since the total number of all correctable er-
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ror patterns is (¢ + 1)™, the probability of this error pattern is
(anon*kOCkl e 'n*ko—kl—"'—“kt_lckt)/(t + 1)71 tdec_cor_err
averages the packet decoding times for all these possible cor-
rectable error patterns.

The average decoding time of a packet with uncorrectable er-
TOTS, tdec unc err CONSists of two parts; the time to correct 7(0 <
j < n — 1) recoverable codewords and ;1 to process the un-
correctable (j+1)th codeword. Note that the RS program termi-
nates the decoding operation once it meets the first uncorrectable
codeword. The first term of £4ec unc_err i (12) averages the re-
covery time of j correctable codewords by multiplying 1 /7 after
summing n delays taken by the case of 0 < j <n — 1.

n—(ko+ki+---+ke)

>

n—(ko+k1) n—ko n—1

2. 2>

tdec_cor_err =

k=0 ko=0 k1=0 ko=0
anon—kaCkl s 'n—-ko—lﬁ—'“—ktflckt (11)
(t+ 1)

(k‘()to + kity +---+ kttt)>

where kg + k1 +--- + ks = n.

1 n—1 j—(kot+ki++ks) j—(kotk1)j—ko
tdec_unc_err = E { Z Z Z Z
]_0 k:t=o kz:O k1=0 k)0=0
jCkoj—koCkl B ’j—ko—kl—"-—kt-1ckt
(t+1)
(koto + k1th + -+ + kttt))] + b1
(12)

where ko + k1 + -+ k: = J.

Fig. 6 presents the encoding and decoding energy consump-
tions of five-format packets in Fig. 2. In Fig. 6, E.,,. repre-
sents the encoding energy while Egcc_no_errs Fdec_cor_err, and
Egec_unc_err denote the average energies of decoding packets
with no error, correctable error, and uncorrectable error respec-
tively. Eep. almost linearly increases in proportional to the sym-
bol size, resulting in 88 % difference between 4-bit and 8-bit
symbol sizes. It is due to that the codeword size exponentially
grows so that the encoding time to process each codeword gets
longer as FEC symbol gets larger.

Fig. 6 confirms that all three RS decoding times continue
to increase as a function of FEC symbol size like the encod-
ing energy. It also illustrates that Fgec cor_err 1S 30 % larger
than Egec no_err for all symbol sizes since the error rectifica-
tion requires more code lines to run. It finally indicates that
Edec unc_err 18 slightly less than Egec ng err for 4-bit symbol
since RS algorithm finishes its recovery operation as soon as it
meets an uncorrectable codeword without checking the remain-
ing codewords. As the number of codewords in the packet di-
minishes, Egec unc_err becomes equal to Egeq cor_err-

IV. PERFORMANCE EVALUATION

This section consists of two subsections such as throughput
and energy consumption evaluations of 802.11 with RS codes
over WSNs.



270 JOURNAL OF COMMUNICATIONS AND NETWORKS, VOL. 9, NO. 3, SEPTEMBER 2007

~a Fone

- Edec‘no_err
[| = Ldec_cor_err
- Edec unc_err

I
n

[\¥]
T

—_
T

o
n

Encoding and decoding energy (mJ)
&

[l

S

6
RS symbol size (bit)
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A. Throughput Evaluation of 802.11 with RS Codes over WSNs

This section numerically calculates Theyy, throughput effi-
ciency of 802.11 with RS codes based on Gilbert model. For
choosing an appropriate Gilbert model, we match CCDF of
WSN channel run lengths or error burst lengths with that of
Gilbert model. Note that burst and run lengths represent the
number of successive bits and the number of uncorrupt bits
respectively. For deriving the analytical channel model, traffic
traces are collected from sensor networks where a sender con-
tinuously transmits 80-byte packets with the speed of 9.6 Kbps
to its receiver which is 10 meters apart on line-of-sight. Figs. 7
and 8 depict the average burst length and run length CCDF of 3
traces at five different signal powers each of which is measured
for 3 hours from 1 p.m. to 4 p.m. in the corridor where pedes-
trian traffic tends to be heavy. Figs. 7 and 8 indicate that these
two metrics are not inversely proportional to signal power in this
network as predicted in [17] whose channel behaviors are rather
heavily affected by the small-scale fading effect [6] caused by
human traffic. The burst lengths at 0.316 mW signal power, for
instance, are less than that at 1 mW. They also show that the
lengths of 95% bursts and 90% runs are shorter than 4 bits and
1000 bits.

Based on these traces, we determine (ppad, Pgood) of Gilbert
models to equalize their average BER and the run length CCDFs
to those of the corresponding real traces. After picking up some
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sets of (Ppad, Pgood) to produce the same average BER, we
choose one out of them to generate the most similar CCDF dis-
tribution to that of the corresponding real trace. The similarity of
two CCDFs is evaluated by LMS (Least Mean Square) of their
differences. Fig. 9 shows an example where Gilbert models with
four different sets of (Ppad, Pgood) can produce different CCDFs
even though their average BERs are the same as the real trace’s
average. From Fig. 9, we can see that the Gilbert model with
(Pbads Pgood) €qual to (2.0 x 1076, 8.03 x 10~2) is most similar
to the real one.

Fig. 10 depicts T'hey ¢ of a hypothetical WSN, where 10 nodes
equipped with 802.11 constantly contend to send fixed-size
packets, as a function of the FEC symbol size and the aver-
age BER. T'h.sy is normalized by 256 Kbps and the assumed
WSN’s operational parameters are specified in Table 2. Fig. 10
first confirms that 802.11 with RS codes accomplishes better
Theyy by up to 14% over WSN channels than the legacy 802.11
regardless of symbol sizes when BER is greater than 1074, It
plots T'hey ¢ of the original 802.11 at 0 of the FEC symbol size
axis. It also indicates that the RS symbol size and WSN channel
BER rarely influence Th.s; of WSNs. Theys of 8-bit symbol
only achieves better by 1% than any other sizes. This indepen-
dence implies that these long-term average WSN BER behaviors
alternately exhibit either uniform or burst error distributions so
that any specific size is not preferred to others.
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Table 2. Parameters for TIP50CM'’s PHY and 802.11 using FHSS.

Parameter Value
Frame payload size 80 bytes
Slot time (o) 50 pus
PHY header 16 bytes
SIFS 28 us
MAC header 10 bytes
DIFS 128 us
ACK size 14 bytes
EIFS 1 ms
PHY data rate 256 Kbps
Number of node (1) 10
Propagation delay (§) 1 us

T 0.0373

For evaluating WSN’s channel burstiness on the fine-grain
time scale, Fig. 11 plots variations of py.q and pgeoq in 10-
miniute traces. For the 10-minute traces, we divide one of
15 3-hour traces into 10-minute time slots and calculate their
(Pbad; Pgood) of each 10-minute slots. In the fine-grain evalua-
tion, we observe that these two parameters widely fluctuate up
to 500 times at maximum. Note that the more similar pbad and
pgood are, the more uniformly the propagation errors are dis-
tributed.

Fig. 12 specifies how rapidly Th.¢s fluctuates as a function
of the time and the FEC symbol size over these relatively short-
time intervals whose (Ppad, Pgood) are depicted in Fig. 11. It
proves that Th. ;s widely varies up to 24% over the short peri-
ods when the symbol size is inappropriately selected. At time
170 in Fig. 12, for example, T'h.ss of 9-bit size is 29% while
Theyy of 4-bitis nearly 5%. This observation shows that WSNs
need to adopt an algorithm dynamically tuning the symbol size
to the channel state. Th.s¢ of 802.11 without RS codes finally
achieves around 21% at time 0 while it approaches to 0 as time
goes by due to the high BER.
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B. Energy Consumption Evaluation of 802.11 with RS Codes

over WSNs

This section evaluates the energy consumption of 802.11 with
RS codes over WSN channels. For energy evaluation, we as-
sume some arbitrary interval to be large enough for the four
states of Fig. 2 to repeatedly occur several times. During this
duration we measure idle duration, the number of packets to suc-
cessfully traverse, the number of colliding packets, and the num-
ber of erroneous packets based on the ratio of the four states’ du-
ration as specified in (5). For decoding and encoding energies,
we use data in Table 1 while for idling, transmitting, listening,
and receiving energies, we refer to the data sheet of CC2420 [18]
for TIPSOCM’s transceiver.

Equation (13) defines E,cr4;:, the energy for successfully
sending a bit, which divides the total energy E,,,; by the to-
tal number of successfully transmitted bits Bitsyce torq: during
an arbitrary time interval Tyoq1. Firorqr consists of four energies
such as Ey, Es, Ec, and Eg spent during each state. Note
that they correspond to the energies required in idle, successful
transmission, collision, and erroneous state depicted in Fig. 4
respectively. Pr, Pg, Pc, and Pg are calculated by (6) while
Eidie, Birans, and Epcq,, denote the idling energy for 1 second,
the transmission energy per packet, and the receiving energy per
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packet respectively.

The duration of each state is computed by multiplying Tiotai
with its probability. To compute the power necessary for
processing a packet, (13) divides a state’s total duration by a
packet’s processing time. For instance, the number of col-
liding packets is obtained by dividing the colliding state du-
ration (Tiota1 Pc) by a packet’s collision duration T defined
in (5). Eg, furthermore, consists of two terms accounting for
Es nogRrr, the transmission energy of packets with no er-
ror and Es cor, the one with correctable errors. In detail,
the number of packets without errors is the ratio of (1 —
Pr ec_sym_em‘)c / Ppkt_rec tO (TtotalP S)/ T’s while the number of
packets with correctable errors amounts to the remaining ratio.
E¢ and Eg finally don’t include E.,,. since the FEC code of a
packet is not recomputed for its retransmissions after the FEC
code is synthesized at the initial transmission.

Etotal

Bitsucc_total

_Er+FEs+Ec+Eg
- 1
TiotalPs Ts Lpia

Eperbit = (13)

where
Er = Tiotar PrEide,

Es = FEs noerr + Es_cor

(1 - Pfec_sym_err)c i
Ppkt_rec TS
(Eenc + Et'r‘ans + Erecv + Edec_no_err+
ES’IFS + EDIFS + iEack_trans + Eack_recv)+
Pktrec_ I—Pfecs merr)c 1

Tiotal Ps L =T =

tota Ppkt_rec TS
(Eenc + Etrans + Erecv + Edec_cor_err+
Egirs + Eprrs + Eack_trans + Eack_Tecv),

1
EC = TtotalPCFC—(Etrans + EEIFS)>

1
EE = TtotalPEj'T(Etrans + Erecu+
E

= Ttotal PS

(14)

Edec_unc_er'r + EE]FS’)'

Based on (13) and (14), Fig. 13 depicts Eperpiz as a function
of RS symbol size and T},.,. Note that Fig. 13 uses the same
trace as in Fig. 10. At first, Eperpis for 802.11 without RS codes
is three order-of-magnitudes larger than El,.,4;; for 802.11 with
RS codes regardless of symbol sizes due to the high BER. Note
that Epe, ;¢ of 802.11 without RS codes is not plotted because
of the difficulty of placing it in the scale of Fig. 13. 1t is due to
that the original 802.11 can’t send any bit when BER is beyond
10~3. It also predicts that the energy demand widely fluctuates
depending on the FEC symbol size. FEpe, 4 of 8-bit symbol
size, for example, is maximally 740% larger than that of 4-bit
one. It is due to that the large FEC symbol size demands more
encoding and decoding energies than small one even though the
former recovers slightly more packets by 24% than the latter as
in Fig. 12.

V. CONCLUSIONS

This paper extends the 802.11 evaluation model to analyze
throughput and energy demand of 802.11 with RS codes over

Eperbit (mJ)

Time (minute)

Fig. 13. Energy per bit as a function of RS symbol size and time.

WSNs. To apply the analytical model to WSNs, it measures traf-
fic traces from a WSN with two TIP50CM sensor nodes and en-
ergy consumption of decoding and encoding RS codes. The ap-
plication of the evaluation mode! to the abstracted WSNs shows
that 802.11 with RS codes outperforms the original 802.11 in
terms of these two performance metrics. It also indicates that
the RS symbol size can significantly vary throughput and energy
saving over short-term durations while the long-term average of
these two metrics seldom depends on the symbol size. As fu-
ture research, we will actually measure the real sensor node’s
throughput and energy saving after implementing RS algorithm
in WSN 802.11 code. Finally we will develop a dynamic algo-
rithm adapting the FEC symbol size to the underlying channel
state.
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