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Abstract

Traditional concurrency control strategies for database system are inappropriate for mobile

computing environments in which communication disconnection could occur frequently. The time
available to access transactions may be extremely limited in mobile computing. In order to ensure
that this time is utilized most effectively, the short-lived transactions must be a main stream of
transactions. Service handoffs which occur due to communication disconnection, could degrade the
performance of mobile transactions especially for short-lived transactions. Altruistic locking
protocol is in its nature favorable to short-lived transactions since it applies the donation of locks
to long-lived transactions as early as possible. Performance for short-lived transactions could be

improved when we applied altruistic locking to mobile computing.

Keywords : Mobile computing, Service handoff, Altruistic locking, Donate operation, Multidatabase

I. Introduction

As technological developmentsare made in software
and hardware,
demanding in that they desire and require accessing

users have become much more

information in anywhere, and at any time. Large
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amount of information that is accessible to a user at
any given time is also growing at a rapid rate.
Rapidly expanding technology is making available a
wide breadth of devices with different memory,
storage, network, power, and display requirements to
access this diverse data set.

Traditional —multidatabase — systems(MDBS)
designed to allow timely and reliable access to large
amounts of different data from different data sources

in a distributed environment. Multidatabase resear—

are
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chers have addressed topics such as autonomy,
heterogeneity, transparency, and query resolution! ™,
All of these solutions were based upon fixed clients
and servers architecture under a reliable network
infrastructure.

However, the concept of mobility, where a user
accesses data through a remote connection with a
portable device, has introduced additional difficulties
and restrictions in a conventional database system.
Access to shared data in a mobile environment is
complicated by some fundamental constraints. These
include: 1) a reduced capacity network connection, 2)
and 3)
effectively locating and accessing information from a
multitude of sources. An MDBS with such additional
restrictions is called a mobile data access system
(MDAS).

A key requirement of this new world of computing
will be the ability to access shared data regardless
of location. Data from shared database systems must

processing and resource restrictions,

be made available to programs running on mobile
poses
impediments to meeting this requirement.
Traditionally, distributed
transactions interleaved

concun’ently[ﬁ] to achieve higher performance and

computers,  However, mohility serious

in a environment,

are and  executed
throughput. The concurrent execution of transactions
in an MDAS environment seems to be a more
difficult job to control than in distributed database
systems. This is due to the inferences among global
transactions, inferences among global and local

transactions, local autonomy of each sites, and
frequently happened service handoffs. In order to
reduce the effects of weak communications, data
duplication should be used at the mobile unit. If
additional

communication failure.

provides availability in case of a

In this paper, we apply a new concurrency control
algorithm such as Altruistic Locking(AL)™ to reduce
the required communication overhead and get better

performance of transactions.

(339

23

o. Background

Accessing a large amount of data over a limited
capability network connection involves two general
aspects: 1) the mobile networking environment and
2) mobility issues. The mobile environment includes
the physical network architecture and access devices.
Mohility issues include adaptability to a mobile
environment, autonomy, and heterogeneity.

The concept of mobility implies a much more
diverse range and amount of accessible data. A
remote access system must provide access to a
of data
Multidatabase systems share many of the same

larger  set heterogeneous sources.

characteristics as mobile systems.

1. Multidatabase Environment

A multidatabase system(MDBS) provides a logical
integrated view and method to access multiple local
database system while hiding the hardware and
software intricacies from user. Access to the local
DBMS through a much more diverse and restrictive
communication and access devices is the natural
extension to a traditional MDAS environment.

The main differentiating feature between an MDBS
and an MDAS is the connection of server and/ or
clients through a wirelessenvironment and the
devices used to access the data. However, both
environments are intended to provide timely and
reliable access to the globally shared data. A
summary of the issues facing a multidatabase and
mobile system is given in Table 1" We could find
the similarities in the objectives of effectively
accessing data in a multidatabase and mobile
computing environment.

Due to the similarities in the objectives of
effectively accessing data in a multidatabase and a
mobile computing, we propose to overlap a wireless—
mobile computing environment on an MDBS., We
apply an Altruistic Locking as a transaction manage-—

ment and concurrency control scheme to  support
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some problems of mobile system such as

disconnection or weak connection,
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Table 1. Comparative Analysis between Mul-
tidatabase and Mohile System.

System Issues Multidatabase Mobile System

Heterogeneous |Hardware and Software

. . Identical to an MDBS
Interoperability |heterogeneity entical o an

Transaction Correct transaction
Management | management should satisfy
and the ACID properties Identical to an MDBS
Concurrency | (Atomicity, Consistency,
Control Isolation, and Durability)
Distribution Distribution of the data is Identical to an MDBS
Transparency |transparent to the user
The user should be able to
Systemn . . N
Tran n access the data irrespective | Identical to an MDBS
SPAENCY | of the system
Intelligent The system should provide a
Search. and ms for the user to Identical to an MDES
Browsing of  |efficiently search and
Data browse the avaitable data.
Location Location of the data is Identical to an MDBS
Transparency | transparent to the user

Local control over resources | Local control over resources
and data. Three different and data. The degree of
Site Autoriomy | forms of autonomy include |autonomy required depends
design, communication and |upon the degree of mobile

execution. support offered by the system.
The content of the data is
Location NA physically dependent upon the
Dependence location of the user and/or
system.
Disconnect and The system should provide a
Weak NA means to access the data while
Connection faced with a disconnection or
Support weak connection.
The system should address the
inherent limitations of various
Support for
reSOUrce SCarce access
Resource NA . .
devices. These include
Scarce System

processing, storage, power,
and display limitations.

2. Transaction Management and Concurrency Control

Traditionally, in a distributed database system, to
achieve  higher performance and throughput,
transactions are executed concurrently. Standard
transaction scheduling schemes like two-phase
locking(ZPL)[”] is used for the context of concurrent
execution environment in which short-lived ones are
normally mixed with long-lived ones. The degree of

concurrency might be hampered by selfishness

=M

associated with lock retention in 2PL. This sort of
reluctance for early release of locks is essentially due
to their discipline.

However, long time delay due to long-lived
transactions is not good for mobile environment since
transaction processing could be deferred by service
handoff. Lazy release in turn could aggravate fate of
misfortune for long-lived ones in that they are more
vulnerable to get involved in deadlock situations.
This could the other way around aggravate the fate
of short-lived ones as well in a way that they suffer
from starvation or livelock affected by long-lived
ones. Example 1 shows this problem.
1(Delay  situation of  short-lived
transaction due to long-lived transaction): There are

Example

two types of transactions as shown in Figure 1.

Serverl Server2
| @ ®
Lolck(B)
I Lock(A)
Lock(C)
Lock(B)

l Delay

%{:ﬂdoff
{ ©

|
|
}
141 |
|
|
|
|

tz | Commit(Th) |
|
|
Legend- \
Lock(B)
T\ Long-lived transaction;
Commit(Ty)
Ty Short-lived transaction

sl AAEAS A A7 AR Qg d7]
A4 A ol
Fig. 1. Example of live-lock situation due to long-
lived transaction in mobile computing
environment.

A transaction Ty, which is long-lived, attempts to
access a number of data items, including data item
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B. Suppose also that a transaction Ts which is
short-lived, attempts to access only two data items,
say A and B. Assume that Ti. has already locked B
first, and Ts attempts to request lock B later on, a
lock request for B from Ts shall be rejected due to
lock-out of B by Ti. Ts should therefore be delayed
until Ty, reaches to a point where locks for all the
remaining data items and then unlocks B. In other
words, Ts should be delayed until T, touched all the
data it wants. Ts in this situation experiences some
delay.

We assume that a service handoff occurs while Ts
is delaying by Ti.. The user that runs the
transaction Ts, moves service area from serverl to
server2. When the service handoff occurs at ¢, the
context of the interactions of Ts with serverl needs
to be transferred from serverl to server? before the
physical connection transfer can actually be carried
out. After Ts moved to server 2, Ts can carry on its
process only after Ti. is committed at . If execution
time of Ty lasts for a long period, the delay of Ts
may lead to a serious degradation of concurrency
degree.

End of example 1.

Traditional concurrency control scheme like 2PL is
not suitable for mobile environment since mobile
could be disconnected due failure
commurications The context
information transferring of the handoff can be a big

to a in

or of a server.
burden for the transaction processing. Furthermore, if
short transactions are out-favored, degradation of
concurrency degree is inevitable. In case the degree
of concurrency needs to substantially rise, for
instance in mobile environment, this sort of delay
effect could cause domino phenomenon. As long as
long transactions and short transactions live together,

we could have to live up with this kind of dilemma.

3. System Architecture and Database System for
Mobile System
In general, mobile users will desire access to

private and corporate database which cannot be

(341)
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simply  geographically partitioned into locally—
accessed portion. It will then be necessary to use a
distributed server architecture, where the information
is replicated across multiple Interconnected servers
logical
information base. A transaction is executed at a

but the system functions as a single

single replica, however locks could be obtained at
several sites and updates may have to be installed at
several sites at the end of the transaction.

As
availability changes, the server of the user may
result in the virtual mobility of the server. This is
accomplished by means of service handoff, which is
broadly analogous to a PCS call handoff or user

location update procedure[lz' 18l

the user moves or network load and

, but relatively less
frequent. We have previously designed a service
handoff protocolm‘ 5 and described the context
information which must be transferred from the old
to the new server for various classes of applications,
including mobile transactions.

2PL for the context of concurrent execution
environment is used in example 1, and also two—
phase commitprotocol is used to ensure that the
transaction commits at all sites or aborts at all sites.
A co-ordinator sends a prepare message to the
participating replicas, upon which each replica votes
whether it can commit its unit or not. If all votes
are affirmative, the co-ordinator sends a commit
message to the replicas, and an abort message
otherwise.

Suppose that a situation of continuous mohility in
which the user is running a long transaction
involving the read/write operations, and the user
moves between service areas while the transaction is
processing. We assume that a service handoff
situation in Figure 1. Whenever service handoff
occurs, the user starts communicating with the local
server of the new service area. The service handoff
of the physical
communication link between the user and the server
while the

physical connection transfer can actually be carried

protocol  maintains  continuity

handoff occurs. However, before the
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out, the context of the interactions of the user with
the server needs to be transferred from the old to

the new server.

I. Proposed concurrency control
scheme for mobile environment

To reduce the degree of livelock, the idea of
altruism has been suggested in the literature.
Altruistic loda'ngls], AL for short, is basically an
extension to 2PL. in the
may  hold object
certain Such
conditions are signaled by an operation donate. Like

sense that several

transactions locks on an

simultanecusly  under conditions.
yvet another primitive wlock, donate is used to
inform the scheduler that further access to a certain
data item is no longer required by a transaction
entity of that donation.

The basic philosophy behind AL is to allow
long-lived transactions to release their locks early,
once it has determined a set of data to which the
locks protect will no longer be accessed. In this
respect, effect of donate is actually to increase the
degree. In order to allow more freedom, an entity of
donation is let continue to acquire new locks. This
implies that donate and lock operations need not be
strictly two—phase.

In AL, the basic concept is to allow long-lived
transactions to release their locks early, once it is
determined that the data which locks protect will no
longer be accessed.

Simulation experiments shows that AL outperforms
the conventional ZPL in terms of the degree of
concurrency and average transaction waiting time!”.
Example 2 shows that donate operation may reduce
delay time for short-lived transaction in a mobile

computing environment.

Example 2(No delaying effect of short-lived
transaction due to long-lived transaction): Mobile
system environment and transaction scheduling is
provided as same as example 1. Suppose that a
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transaction Ti. attermpts to access data item B and C
and Ts attempts to access only two data items, say
A and B(Figure 2).

Serverl Server2

®» @

Lock(B)

Time

Donate(B)

Lock(A)
Lock(C)

Lock(B)

¢

t

Commit(Ts)

v

ty Commit(Ty)

Legend-
T Long-lived transaction;

Ts* Short-lived transaction
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Concurrent  transactions  using  donate
operation in mobile computing environment.

Fig. 2.

Assume that Ti. has already locked B first, and
donated B later on. When Ts attempts to request
lock B later on at t, it can be accepted successfully.
Since data item B has already donated by Ti, Ts
should not therefore be delayed until Ty, reaches to a
point where locks for all the remaining data items
and then unlocks B.

Ts may have finished its process without any
delay due to long transaction Ti. We can reduce the
delay time due to occurring a service handoff while
Ts is waiting for data item B that is already locked
by Ti. .

End of example 2.

The context information which need to be
transferred during service handoff, thus includes the
transaction id and the intentions list already done at
the oldserver. This process seems to be an extra
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overhead of short-lived transactions. We need some
different transaction concurrency control schemes
except 2PL in mobile environment since the physical
communication link between the user and the server
could not develop successfully.

We propose AL transaction

concurrency control scheme since it is preferable

as a mobile
especially for short-live transactions due to donation
operation. We could reduce short transaction’s delay
due to a service handoff while it is waiting for some
data item that was already locked by long-lived

transaction.

IV. Algorithms of proposed concu-
rrency control scheme for
mobile environment

Altruism locking protocolfor mobile environment,
ALM for short, can be pseudo-coded as follows.

1. ALM Protocol

Algorithm(ALM)

1. Imput: LT; ST

2. /*ST:short trans;

3. LTlong trans

4. ScheduleWait():waiting action for locks being
requested

5. ScheduleLock():locking action about requested
data

6. ScheduleDonated():donating action about no longer
required data*/

7. BEGIN

8. LockedOhject = False

9. FOREACH LockRequest

10. FOREACH Not ServiceHandoff

11. IF(LockRequest.data = LT) THEN

12. Call ( LockRequest_data LT)

13. ELSE /* Is Data requested by ST? %/

14. IF(LockRequest.ST.data = Lock) THEN

15. /* Locks being requested by ST already granted

to long trans */

16. Reply:=ScheduleWait(LockRequest)

17. ELSE

18. BEGIN

19. IF(LockRequest.ST.data = Donated) THEN

20. IF (LockedObject = True) THEN

(343)
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Reply = ScheduleWait(LockRequest)
ELSE

IF ST.wake = null THEN

Reply:= ScheduleDonated(LockRequest)
ST.wake = Reservedl.T
/% Acquire Lock on Requested Data */
ELSE

IF ST.wake = ReservedL'T THEN
Call (Marking_set_Check)

ELSE

LockedObject = True

Reply = ScheduleWait(LockRequest)
ENDIF; /#ST.wake = ReservedLT*/
ENDIF;/* ST.wake= null*/
ENDIF;/* LockedObject = True*/

36. ELSE /* LockRequest.ST.data = Donated

Reply := ScheduleLock(LockRequest)

. ENDIF; /+LockRequest. ST.data =Donated*/

39. END

. ENDIF; /«LockRequest.data = Locks*/
. ENDIF;/*LockRequest.data = LT/

. IF(Reply = Abort) THEN

43. /* Lock request of ST aborted */
44. Abort Transaction(Transactionid);
45. Send(Abort);

46. Return();

. ENDIF

. ENDFOR/*Not ServiceHandoff*/

. Service handoff protocol Activating

. Context Switching between User and the

GTM(Global Transaction Manager)

. ENDFOR/*LockRequest+/

. Procedure LockRequest_data_LT

53. BEGIN

. IF(LockRequest.ST.data = Lock) THEN
55. LockedObject = True

5. Reply:=ScheduleWait(I.ockRequest)

61.
62.

67.

I3

. ELSE

Reply:=Schedulelock(LockRequest)
LockRequest.ST.data = Donated

. /* Locks being requested by LT granted to long

trans and then donated #/
ENDIF
END

. Procedure Marking_set_Check

BEGIN

. IF(ST.data € ReservedlT.marking-set) THEN
. /% Data being requested by ST to be later

accessed
by LT ? #/
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68.  Reply:=ScheduleDonated(LockRequest)
69. ELSE

70. LockedObject = True
71. Reply = ScheduleWait(LockRequest)
72. ENDIF
73. END
74. END
V. Correctness of Algorithms
We will prove that the schedule which the

scheduler of ALM may produce is serializable in this
section. To do so, we will make use of the
serializability theoremm, the definition of Crest
Before®™ lemma used
correctness of AL, The serializability theorem
states that a history H is seralizable iff

serialization graph is acyclic, and the definition of

and a in proving the

its

Crest Before states that for two transactions, say T

— I if % unlocks some data items before T;
locks some data items.

The notations used in this correctness proof are as
follows. We use Tito denote the execution of either
Tyfx] denotes tothe

execution of either read or write operation issued by

read or write operation i

a transaction T, on a data item x at server 1.
Locking operation for either read or write is
represented by oli[x]. Unlock and donate operations
are denoted by wlx| and di[x] respectively. A data
item that is requested by transaction T; is denoted
by olx]l. H represents a history which may be
produced by ALM. The characteristics of histories

which may be produced by ALM are as follows.

Property 1{Two-Phase Property): If ollx] and wly]
are in O(H), olilx] < ulyl. This property represents
two—phase rule.

Property 2(Lock Property): If oilx] is in O(H), ollx]
< oilx] < wlx]. That is, a data item is locked before
and unlocked after it is accessed.

AdgAelA A B E 9]
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Property 3(Donate Property): If oli[x] and dix] is in
O, oilx] < dilx]. That is, T; cannot be in its own

wake.

Property 4(Unlock Property): If difx] and wlx] is in
O, dilx] < wlx]l. That is, Ti can be unlocked after
it is donated.

Property S{Indebtedness Property): If T is indebted
to T;, then for every olx] in O(H), either o] is.in
the wake of T, or there exists uly] in O such
that uly] < gxl.

If a transaction is indebted to another, it must
remain completely in the other's wake until it begins
to unlock objects.

Property 6(Mobility Property): If Tilx] < Tslx] in
O, Tikx] < Tslx). When the service handoff
occurs while Ty, and Ts are working at server j on
a data item x with delay situation of Ts due to Ty,
Ts should be also delayed until Ti, is committed at a

new server k.

Lemma I(Altruism): If plx] and qlx] (#j) are
conflicting operations in O(H) and plx] < glx], then
ulx] < dilx] or dix] < qilx]. That is, two
transactions are prohibited to hold locks on the same
data item unless one of them has unlocked it or
donated it.

Proof: A data item must be locked before and
unlocked after it is accessed by Property 2. Thus,
the history, O(H), satisfies Lemma 1.

End of Lemma 1.

Lemma 2(Complexity-In-Wake): If Tv—> T: is in
serialization graph, then either T) = T or Ty —
alo.

Proof: T~ T in serialization graph means that
there exist conflicting operations, say pilx] and qglx],

in H such that pilx] < qlx]. There are only two

cases that may occur for this by Lemma 1. One is
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that there is pilx] < dilx] < qllx] < qlx] in OUD,
ie, T, accesses the data items donated by Ti.

A transaction T» has to access only wake of
another transaction Ti, once Tz makes conflict locks
on the data items donated by Ti. T: must be
completely in the wake of T; if T» has accessed any
of the wake of Ty. This is ensured by the first else
if condition(code line number 14) in algorithm. Even
if Ty has already accessed any data items which do
not belong to the wake of Ty , such data items
would be included into the wake of T as long as T,
does not access any of such data items at all for its
execution. If the data items locked by T: will be
accessed by Ti, the access of T to the data items
donated by T, is not allowed by the second foreach

condition. Thus, Ty—> T corresponds to Tv > (T
in the case that pilx] < dilx] < qllx] < qlx] in H,
or in the case that pilx] < wlx] < gblx] < qlx] in
OM) by Lemma 1. Thus, '~ Ty corresponds to
T, Tz in the case.

End of Lemma 2.

Lemma 3(Correctriess of AL): Consider a path T;—>

LToi™ Ty in OH). Either Ti—> Ty, or there

exists some T; on the path such that Ty — T

Proof : We will use induction on the path length n.
By Lemma 2, the lemma is true for n = 2. Assume
the lemma is true for paths of length n-1, and
consider a path of length n. By the inductive

hypothesis, there are two cases:

1) There is a Ti between Ty and Tw such that T)
~— T. The lemma is also true for paths of
length n.

2) Ti—> {Ta1. T and Taor conflicts on at least one
object, x. Since Ty is completely in the wake of
T, we must have dilx] < gl1[x] in OH). By
Property 2, Ty must lock x. By Property 4, T\

must unlock x. Either uilx] < olx] or ol.[x]

(345)
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< wlx]. In the first case, we have that Ty~
uTn, 1e., T is the Tk of the lemma. In the second
case, Tn is indebted to Ti. By Property 5 T, is
completely in the wake of TUTi— ¢Tw) or Ty
— JTn

Theorem 1(Seralizability of ALM): If OH)
acyclic, O(H) is serializable.

1s

Proof: Assume that there exists a cyclic Ty .. Tw
—> T\ in serialization graph. By Lemma 2, T\~
¢TIy, or Ti—> (T By Property 3, only Ti—=> T} is
possible. Since T is prohibited to lock any more data
items once Ty unlocks any one, Ti cannot be T
Again, by applying Lemma 3 to the same cycle Ti
> Tw—>.7T, we gt > Tk For the
same reason and thus we get Ty T} — Tk in

all. Since the relation — u is transitive, Ty Tk
is satisfied. Thus, Tk cannot be any of Ty and T5. If
we are allowed to continue to apply Lemma 3 to the
given cycle n-3 times more in this manner, we will
get a path T/ T 2. ,TIn
containing all transactions, ie, Ty through T. If we
apply Lemma 3 to the given cycle starting from
Tmone more time, we are enforced to get a cycle Th
> T Tk 2w T T and we get a
contradiction of violating Property 1 or Lemma 3.
Thus senalization graph is acyclic and by the
serializability theorem O(H) is serializable.

End of Theorem 1.

Theorem 2(Mobility Satisfaction of ALM) :If H is a
history with Property 6, then H satisfies mobility

requirements.

Proof : By Property 5, the history of transactions is
maintained even though a service handoff occurs.
When the service handoff occurs while a transaction
at server, the context of the
interactions of transaction needs to be transferred

runs its  own
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from old server to a new server before the physical
connection transfer can actually be carried out. Let
Tylx] and Tglx] be two transactions such that
Tilx] < Tglx] at server j. If Ty[x] moves to a new
server k while delaying due to a long transaction
Th,lx], Tskix] should be delayed until Ti;[x] commits
its transaction. By property 6, the history of these
transactions is maintained by a global manager.

End of Theorem 2.

VI. Conclusions

We have presented a mobile computing
environment for delivery of mobile transactions and
identified the notion of service handoffs in this
We have presented an ALM for
transaction scheduling scheme in mobile environment.

ALM is considered to be a practical solution to

environment.

take in mobile environments where long-lived
transactions naturally coexist with short-lived ones.
Although liveness duration might not be a serious
issue in the arena of standard on-line transaction
processing, are normally

expected to finish shortly, it certainly matters in

in which transactions

circumstances where a number of long-lived ones

are supposed to access a substantial number of data.

In traditional standard transaction scheduling
schemes, such as two-phase locking, the degree of
concurrency might be hampered by selfishness

associated with lock retention in which service
handoffs occur frequently. We in fact attemptto
extend multiple short-lived

transactions. It could definitely give enhance degree

to donation  for
of freedom in accessing donated data, however, the
transaction scheduler suffers from a burden in

managing enlarged wakes.
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