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Volume Holographic Optical Fingerprint Identification
for Secure Entry System
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ABSTRACT

We propose an optical fingerprint identification system using volume hologram for database of
matched filter. Matched filters in VanderLugt correlator are recorded into a volume hologram
that can store data with high density, transfer them with high speed, and select a randomly
chosen data element. The multiple reference fingerprint photographs of database are prerecorded
in a photorefractive material in the form of Fourier transform images, simply by passing the
image displayed in a spatial light modulator through a Fourier transform lens. The angular
multiplexing method for multiple holograms of database is achieved by controlling the reference
directions with a step motor. Experimental results show that the proposed system can be used
for secure entry systems to identify individuals for access to a restricted area, security
verification of credit cards, passports, and other IDs.
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1. Introduction

In accordance with rapid development of
information-oriented society, a concern for in-
dividual information management is increased
day by day. Credit card fraud is a serious
problem facing many banks, businesses, and
consumers. Counterfeit parts such as computer
chips, machine tools, etc. are arriving on our
shores in great numbers. With a rapid advan-
ces in computers, CCD technology, image
processing hardware and software, printers,
scanners, and copiers, it is simple to repro-
duce pictures, logos, symbols, money bills, or
patterns. Presently, credit cards and passports
use holograms for security which are in-
spected by human eye and can be easily re-
produced. What is needed to thwart this fa-
kery is a code pattemn that cannot be seen,
copied scanned or read by conventional me-
thods. Most of the work in biometric identi-
fication has gone into the fingerprint. Also, it
is well known that fingerprints have been
used as a unique identifier of individuals.
Fingerprints are used for general security, mi-
litary facilities, government facilities, banks,
jails, and businesses. Fingerprint patterns are
relatively stable and have unique features.
There is only one in a billion chance of fin-
gerprints of two different people being iden-
tical. Identification of fingerprints is user-
friendly.

Personal identification by fingerprint recog-
nition is of great interest in biometrics, and
optical correlation offers attractive perspecti-
ves. Optical correlation as one important field
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of optical signal processing has wide appli-
cations in pattern recognition, image process-
ing, target tracking and optical computingl~4).
The key function of an optical correlator is
that simple lenses perform the two-dimen-
sional Fourier transform and multiplication re-
quired for the correlation. These operations
are performed with massive parallelism and at
the speed of light. To verify a fingerprint,
minutiae that are the end points and junctions
of print ridges are examined. In another me-
thods, the number of ridges between the mi-
nutiae are counted. Other approaches use ima-
ge processing and pattern recognition techni-
ques including neural networks”. Many fin-
gerprint recognition systems by optical corre-
lator have already been proposed since Vander
Lugt correlation® . In the conventional mat-
ched filter system the reference filter was
stored on a holographic film plate that is a
small reference bank®.

In this paper, we use a photorefractive cry-
stal as a database of matched filter in Vander
Lugt correlator. Photorefractive materials can
store optical images using variations in the
index of refraction through the electro-optic
effect. A photorefractive material, upon expo-
sure to a light beam or an image, generates
free charges such as electrons or holes. These
charges redistribute and charges fall into tr-
apping sites which create a charge . distri-
bution. The trapped charge distribution results
in a non-uniform space charge field that is
stored in the material. The space charge field
produces a spatially-dependent electric field
that changes the index of refraction of the
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material through the electro-optic effect. The
variations in the index of refraction result in
the diffraction. of light. The image stored in
the photorefractive material can be reconstruct
by an optical beam. Recently, many new
developments and demonstrations have en-
couraged volume holographic memory sys-—
tems'® ™. The optical correlation system us-
ing a volume hologram has a capability of
high speed and parallel processing as well as
merits of large reference bank and real-time
access. Each of the database images is dis-
played at the SLM and passed through the
Fourier transform lens and interferes with the
reference beam. Then the pattern is recorded
into a crystal. We use angular multiplexing
technique to make a large reference bank that
is prerecorded in a photorefractive crystal in
the form of Fourler transform images. The
control of the reference beamn, template images
update, and exposure time to recording are
processed automatically by a computer. When
the input and the reference images are the
same, the multiplied spectrum will be recon-
structed at that angle. This spectrum will
pass another Fourier transformn lens and the
correlation result between input and the refer-
ence image will appear at the output plane.
This system is ideally suit for secure entry
systems to identify individuals for access to a
restricted area or for mobile and remote sur-
veillance by law enforcement agencies.

2. Optical correlation using a volu-
me hologram

Optical correlator is an optical system in
which an input image is compared to a pre-
viously stored reference or template, which is
known as a matched filter. A large output in
the form of peak light from the correlation
operation indicates a high degree of similarity
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between the input and the reference.

Figure 1(a) shows the recording operation
of matched filter. The object beam is focused
into a crystal through a Fourler transform
lens and interferes with the reference beam of
a plane wave. Figure 1(b) shows the recon-
struction, that is, the correlation operation.
The readout from the crystal passing through
the Fourier transform lens is the inverse
Fourier transform of a product of two Fourier
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Fig. 1 (@) Recording and (b} readout operation of spa-
tial matched filter
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transformations. It is the correlation between
input image and the prerecorded templates.
Accordingly, if the input image is the same
as the template, the correlation peak will
appear at the output plane.

To store multiple templates of the matched
filter, angular multiplexing is used. To store
each template in a crystal, the reference beam
is to be controlled by a motor.

3. Experiments

An optical correlation system utilizing a
volume hologram is shown in Fig. 2. In this
system, the images from a computer are fed
into the SLM one after the other. To record
one template image of matched filter, the step
motor sets Ml at a certain angle. Simply
controlling M1 allowing the reference beam to
project itself onto the crystal at a different
angle does another template recording.
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Fig. 2 An optical correlation system using volume holo-
gram

Accordingly, we can record lots of tem-
plates for matched filter into a volume holo-
gram using angular multiplexing technique
like this. At this point in the experiment we
have recorded 100 fingerprints into a volume
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hologram. In this process of recording tem-
plates of matched filter, two IRIS switches
are necessary. IRIS1 allows the reference
beam to project onto the crystal. IRISZ2 is
located between the beam splitter and M2
These IRISs are opened and closed synchro-
nously to record each template image. The
actual recording of templates takes place in
the following way. First, M1 is set at a cer-
tain angle. Then, the first template is fed
from the computer onto the SLM. This step
is carried out with both IRIS switches turmned
on. For the display and recording of the
second template the IRIS switches are turned
off. Then, the second template is fed into the
SLM and the angle of M1 is changed. At this
point, the IRIS switches are turmed on allow-
ing the second template to be recorded. The
display and recording of each subsequent
template is to be done using the procedure
described above. This procedure is electroni-
cally controlled.

To test the correlation of the input finger—
print and templates, we close IRIS1. IRISI is
not needed in reconstruction. The input image
from a computer is fed into the SLM. This
image is Fourier transformed by a lens and
focused into the crystal. Then the correlation

Step motor
1.0ntroler

Fig.3 The photo of optical correlation system based
on volume hologram
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output will be monitored. If the input finger-
print and one of the templates are identical
the correlation peak will appear on the moni-
tor. Also, we can know exactly which tem-
plate is being identified by the position of the
peak on the monitor.

The important step to record templates lies
in recording time schedule, step motor control,
and updating SLM image. That is, the re-
cording time dependant on the sequence of
recording. We have to find the recording time
relation to the number of templates and erasing

time. In this system, the computer automa-
tically controls IRIS1, IRIS2, Ml and SLM
display. We use a 10mm cubic Fe:LiNbO3
crystal, 100mw Nd: YAG laser and 640%480
pixels Epson LCD as the SLM. Figure 3 is
the picture of correlation system. Figure 4
shows 10 typical fingerprint images recorded
into a Fe:LiNbO3. Figure 5 shows the cor-
relation peak takes place at the 50th template.
The plot shows that the peak intensity is
normalized. The input fingerprints and corre-
sponding correlation peaks are shown in Fig. 6.

Fig. 4 10 fingerprint images from the database of 100 fingerprints
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Fig. 5 Normalized correlation peak intensities as to 50th
fingerprint image

4. Conclusion

We present an optical fingerprint identifica-
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tion system that can be used for secure entry
systems to identify individuals for access to a
restricted area. The massive database of mat-
ched filter in an optical correlation system can
be used with a volume holographic memory.
Angular multiplexing technique was used to
record multiple holograms. This system en-
ables faster data transfer and access from a
large database for security check. Future ex-
periments with this system will attempt to
recognize rotated or partially distorted finger-
prints.
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Fig. 6 The input fingerprints and corresponding correlation peaks
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