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Abstract — The packet loss problem that occurs in the mobile multicast (MoM) protocol due to designated
multicast service provider (DMSP) handoff is investigated through simulation experiments for several DMSP
selection policies. Then, two enhanced DMSP schemes are proposed to minimize the packet loss of the MoM
protocol with single DMSP. The first scheme uses a backup DMSP and greatly reduces the packet loss rate
at the expense of the increased network traffic. The second scheme utilizes the extended DMSP operation
and shows many desirable features such as the almost-zero packet loss rate and relatively low network

traffic.
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1 Introduction

Two basic mechanisms have been proposed by the
IETF in Mobile IP [1] to support multicasting. These are

known as remote subscription and bi-directional tunneling,

In remote subscription, the MH resubscribes to the
multicast group each time it moves to a new foreign
network. It is the simplest way of providing multicast
through Mobile IP. There is no special encapsulation
needed, and it works well with basic Mobile IP. However,
this approach is not suitable for highly mobile users since
frequent resubscription in each foreign network may lead
to lost packets. Moreover, frequent reconstruction of the
multicast delivery tree may result in substantial control
overhead.

In bi-directional tunneling, the MH sends and receives
multicast packets by way of its home agent (HA) using
the unicast Mobile IP tunnels. This approach hides host
mobility from all other members of the group. Since
packets are forwarded from the HA, there is no need of
updating the multicast delivery tree due to the MH
movement. The main drawback of this approach is the
routing path for multicast packet delivery that can be far
from optimal. In addition, the HA must replicate and
deliver tunneled multicast packet to all its MHs,
regardless of at which foreign networks they reside. When
many MHs, belonging to different HAs, move to the same
foreign agent (FA), each of the respective HAs creates a
separate tunnel to the FA so that multicast packets to their
respective MHs can be forwarded. If these MHs were
subscribed to the same group, all of the tunnels from
different HAs to the FA would carry the same multicast
packet, resulting in packet duplication. This is called the
tunnel convergence problem.

MoM [2] addressed the tunnel convergence problem by
selecting only one HA among the given set of HAs. The
selected HA among the given set of HAs is called
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designated multicast service provider (DMSP). However,
this scheme may result in packet loss if the MH belonging
to the currently serving DMSP moves out. This temporary
multicast service outage stems from the fact thet in
Mobile IP there is no explicit deregistration with the FA
when a host moves out. The MH’s HA learns of the
movement when the MH reregisters at the new network,
but the FA at the old foreign network learns abou: the
movement only through a timeout. In the case tha: the
moving host’s HA was the DMSP for a group at the
previous foreign network and it was the last MH from the
HA, a DMSP handoff will be required to a different HA
to forward multicast packets for the remaining multicast
group members at the foreign network. Until this DMISP
handoff completes, multicast packet delivery for group
members at the foreign network may be disrupted.

The Range-Based Mobile Multicast (RBMoM) [3]
protocol has been proposed in order to trade off between
the shortest delivery path and the overhead induced by the
multicast delivery tree reconfiguration. It selects a rcuter,
called a multicast HA (MHA), which is responsible for
tunneling multicast packets to the FA to which the MH is
currently subscribed. The MHA can only serve MHs that
are roaming around foreign networks and are within its
service range. If an MH is out of service range, MHA
handoff will occur. Therefore, this protocol has the packet
loss problem due to the MHA handoff. Also, this protocol
requires that each MHA be a multicast group member. A
similar protocol has also been proposed in [4].

In this paper, the packet loss problem due to DMSP
handoff in MoM protocol is investigated through
simulation experiments for several DMSP selection
policies. Then, two multicast delivery schemes are
proposed to minimize the packet loss that occurs in the
MoM protocol with single DMSP during DMSP handoff
and relocation. The proposed schemes utilize a backup
DMSP or an extended DMSP operation. These schemes



greatly reduce the packet loss rate at the expense of the
increased network traffic or the extra protocol overhead
related to the operation of the extended DMSP.

2 Enhanced MoM Protocol

This section provides a description of the proposed
Mobile Multicast protocol. Specifically, two enhanced
DMSP schemes are proposed to minimize the packet loss
that occurs in basic MoM protocol during DMSP handoff
and relocation.

In the first scheme, each FA tries to select two (primary
and backup) DMSPs whenever the number of visiting
MHs at the FA changes. Note that if all the visiting MHs
at a FA are from one home network, then only one DMSP
can be selected at the FA. Otherwise, two DMSPs are
selected and they send multicast packets to the
corresponding FA. If one of thess DMSPs stops
forwarding packets due to DMSP handoff, the FA can
rely on the other for multicast packet delivery, thereby
greatly reducing any packet loss for the visiting MHs.
This backup DMSP scheme provides trade-off between
the packet loss rate and the network traffic generated by
multicast packet delivery. By using backup DMSP, the
packet loss rate can be greatly reduced, but the network
traffic is increased at most twice as much as the single
DMSP case.

In the second scheme, the basic DMSP scheme is slightly
modified in order to minimize the packet loss due to the
DMSP handoff. Note that the basic DMSP scheme may
result in packet loss when the MH belonging to the
currently serving DMSP moves out. The old FA comes to
know about the movement of the MH only after its
lifetime expires, while the HA comes to know about the
movement of the MH as soon as it receives a registration
message from a new foreign network. As a result, the HA
stops sending packets to the old FA, thinking that the MH
is no longer in the previous foreign network. So, within
the handoff duration and the MH’s lifetime, the FA will
not receive any packets for that group; hence, there could
be packet loss. In the second scheme, the responsibility of
the DMSP is extended. Specifically, when the DMSP
notices that its last MH moves out by receiving a
registration message from a new foreign network, it does
not stop sending multicast packets to the old FA. Since
the old FA is checking visiting MH’s lifetime at every
registration timeout (TO) interval, the old FA comes to
know about the movement of the MH after its lifetime
expires. Then, the old FA immediately selects a new
DMSP, and also informs the previous DMSP of the
DMSP_change_event. After receiving the
DMSP_change event from the old FA, the previous
DMSP stops sending multicast packets to the old FA. This
is the extended DMSP scheme. Since the newly selected
DMSP was receiving the multicast packets from the
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multicast source, it can simply forward these packets to
the corresponding FA with minimal added delay. Thus,
the packet loss rate for the extended DMSP scheme
becomes almost zero. Also, the network traffic for the
extended DMSP scheme is relatively low. It is a little bit
higher than the network traffic of the original DMSP
scheme, because the extended DMSP operation requires
the DMSP to continue forwarding multicast packets until
it’s last MH’s lifetime has expired.

3 Performance Evaluation

This section provides performance evaluations of the
proposed DMSP schemes. For performance comparisons
relative to the previous approaches, the same network
model in MoM protocol [2] was used. It is assumed that
there are N local area networks (LANs), each with H
mobile hosts. Each LAN has an associated HA and FA. In
the simulation model, MHs can be in one of two states: at
the home network or at a foreign network. Foreign
networks to visit are chosen equiprobably at random,
while the homing probability after each visit to a foreign
network is 0.5. The residency time for each visit to a
network (home or foreign) is drawn from an exponential
distribution with a mean of 60 time units, and the travel
time for going between networks (regardless of distance)
is exponentially distributed with a mean of 15 time units.
The network topology between the LANS is not explicitly
modeled in this simulation. Thus, MHs spend 20% of
their time in transit, and 80% of their time connected to a
LAN (53.3% at foreign networks, and 26.7% at home
network). It is assumed that there are M multicast groups.
For each multicast group, group members are chosen
equiprobably at random and there is a single multicast
source. Also, it is assumed that each MH has a static
membership of multicast groups during a simulation.
Multicast messages are generated in a Poisson fashion
with message arrival rate A. Table 1 summarizes the main
network and workload parameters used in the simulation
experiments. In the simulation, the multicast group size
was varied from 5 to 50.

Table 1. Network and workload parameters

Parameter Description Value
N Number of LANs 5
H Host per LAN 10
TO Registration timeout (in time | 30,60,90
unit)
M Number of multicast groups 1
g Multicast group size 5...50
A Multicast message generation | 0.1
rate (msgs/time unit)




The first simulation experiment was conducted to study
the degree of packet losses due to DMSP handoff, varying
the multicast group size and the DMSP selection policies.
Figure 1 shows the packet loss rates of different DMSP
selection policies in MoM protocol with single DMSP.
The packet loss rate is defined as the ratio of the number
of packets lost due to DMSP handoff to the number of
packets that is to be delivered to the multicast group
members. Since a DMSP is to act as the forwarder for a
multicast group G at a given foreign network, the number
of DMSP handoff events and the packet loss rates are
dependent on the DMSP selection policies. Several
different DMSP selection policies were implemented in
the simulation:

- Oldest-HA: The HA entry that has been in the HA list
the longest time is chosen as the DMSP.

- Newest~-HA: The HA entry that has been in the HA list
the shortest time is chosen as the DMSP.

- Oldest-MH: The HA of the MH that has been visiting
the FA the longest time is chosen as the DMSP.

- Newest-MH: The HA of the MH that has been visiting
the FA the shortest time is chosen as the DMSP.

- Most-HA: The HA entry that presently has the most
visitors at the FA is chosen as the DMSP.

- Least-HA: The HA entry that presently has the least
visitors at the FA is chosen as the DMSP.
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Fig. I Packet loss rates of different DMSP selection
policies (TO = 60).

In paper [2], it was shown that the oldest-HA policy
performs best in terms of the number of DMSP handoff,
since it always postpones handoff decisions as long as
possible. However, Fig. 1 shows that the most-HA policy
performs best in terms of the packet loss rate. This is
because the packet loss probability can be minimized by
choosing the HA having the most visitors at the FA as the
DMSP. Among the DMSP selection policies, the least-HA
policy performs worst, since it forces many unnecessary
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handoffs. In Fig. 1, it is shown that the packet loss rate of
single DMSP scheme is too high for all DMSP selection
policies. Therefore, enhanced DMSP schemes were
proposed in this paper to reduce the packet loss rate.

The second simulation experiment compares the
performance of the proposed enhanced DMSP schemes to
the previous approaches in terms of the network traffic
generated by multicast packet delivery. Figure 2 shows
how various aspects of the mobile routing environment
scale as the multicast group size is increased. The four
lines in Fig. 2 are: (1) the average number of a HA’s
mobile hosts that are multicast group members who are
away from the home network; (2) the average number of
foreign networks for which the HA is the DMSP fo- the
single DMSP scheme; (3) the average number of foreign
networks for which the HA is the DMSP for the backup
DMSP scheme; and (4) the average number of foreign
networks for which the HA is the DMSP for the exteaded
DMSP scheme.
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Fig. 2 Scaling characteristics of different DMSP schemes
(TO = 60).

Bi-directional tunneling requires that each HA forwards
all multicast packets from groups to which its MHs are
subscribed, to each MH individually. The number of
packets transmitted in this approach corresponds to the
average number of MHs away from home (line 1). DMSP
forwarding (lines 2-4) improves upon this by restricting
the number of forwarding HAs for each foreign network
to some small constant number. MoM protocol with
single DMSP (line 2) shows the best performance results
in terms of the network traffic generated by mul:icast
packet delivery. Note that the average number of FAs for
which a HA has DMSP responsibilities is less than 1. This
is because each FA assigns only one DMSP. For the
backup DMSP scheme (line 3), the average number of
FAs for which a HA has DMSP responsibilities is
increased approximately twice as much as the single
DMSP case. This is because each FA assigns two DMSPs,
if available, and both DMSPs transmit multicast packets
redundantly. However, by using this backup DMSP



scheme, the packet loss rate can be greatly reduced as
shown in Fig. 3. Thus, the backup DMSP scheme
provides trade-off between the packet loss rate and the
network traffic. For the extended DMSP scheme, the
average number of FAs for which a HA has the DMSP
responsibilities is a little bit higher than that of the single
DMSP case (line 4). This is because the extended DMSP
operation requires the DMSP to continue forwarding
multicast packets until it’s last MH’s lifetime has expired.
However, by using the extended DMSP scheme, the
packet loss rate becomes almost zero.

The third simulation experiment was conducted to study
the degree of packet losses due to DMSP handoff, varying
the timeout value and the multicast group size. Figure 3
shows the packet loss rates of three different DMSP
schemes with various timeout values.
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Fig. 3 Packet loss rates of different DMSP schemes.

From the simulation results, it is shown that the packet
loss rate increases as the timeout value at the FA increases
for both single and backup DMSP schemes. This is
because the larger the timeout value, it takes more time
for the FA to recognize the departure of the visiting MH
and perform DMSP handoff in the case that the moving
host’s HA was the DMSP. Until this handoff completes,
multicast packet delivery for group members at the
foreign network may be disrupted. By using small timeout
value at the FA, the packet loss rate can be reduced.
However, the processing overhead to check the existence
of a MH at every timeout interval increases. Thus, there is
a trade-off between the packet loss rate and the processing
overhead at the FA.

For the single DMSP scheme operating at the timeout
value of 60 time units and multicast group size of 25, the
packet loss rate is about 7.1%. For the backup DMSP
scheme operating at the same parameters, the packet loss
rate is reduced to 0.59%. In Fig. 3, it is shown that the
packet loss rates of the backup DMSP scheme operating
at the timeout value of 60 time units are under 0.67% for
all group sizes. By using the backup DMSP scheme, the
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packet loss rate can be greatly reduced at the expense of
the increased network traffic as shown in Fig. 2,

Finally, the extended DMSP scheme has no packet loss
that occurs due to the DMSP handoff, and it shows almost
the same network traffic as the single DMSP scheme. The
only overhead of the extended DMSP scheme is that it
requires the DMSP to continue forwarding multicast
packets until it’s last MH’s lifetime has expired.

4 Conclusion

In this paper, the packet loss problem that occurs in
the MoM protocol due to DMSP handoff was investigated
through simulation experiments. It was shown that the
packet loss rate of the single DMSP scheme is too high
for all DMSP selection policies. Therefore, two enhanced
DMSP schemes were proposed to reduce the packet loss
rate. The first scheme uses a backup DMSP and greatly
reduces the packet loss rate at the expense of the
increased network traffic. The second scheme utilizes the
extended DMSP operation and shows many desirable
features such as the almost-zero packet loss rate and
relatively low network traffic.
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