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요 약

현재 구축되고 있는 대부분의 업무용 시스템은 C/S 환경에서 벗어나 인터넷이라는 매체를 통해 하나의 웹 정보시스템으로 구축되어지고 있고 이를 업무시스템으로 활용하고 있다. 하지만 웹을 통한 정보 제공은 다수의 사용자에게 노출되어 있는 상태이며 여러 가지 보안 위험에 노출되어 있는 것이 사실이다. 특히 Web시스템 초기 인증부분은 사용자의 ID와 Password가 평
문이나 다름없는 단순인코딩 상태로 노출되는 문제점이 있다. 본 논문에서는 이러한 업무시스템의 불안정한 인증 시스템을 보완하고자 MD5와 Crypt 함수에 기반한 인증시스템의 구축을 위하여 웹 인증 메커니즘을 제안하고, 실제 인증 시스템에 적용하여 구현하였다.

1. 서론

인터넷이 사회 전반에 걸쳐 보편화 되어 갈수록 따라 학습, 연구용의 범위를 벗어나 이제는 기업에서부터 일반 사용자들이 인터넷을 활용하여 업무 및 학습, 상거래 등 전반에 걸쳐 사용되어 지고 있다. 특히 기업에서는 기존의 C/S 시스템 구조에서 탈피
하여 하나의 Web 정보시스템을 구축하여 업무시스템으로 사용하고 있으며, 신규로 구축 또는 개선되는
모든 업무용 시스템들이 Web 정보시스템으로의 변화
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치에 대해서는 동상적인 백업 외에는 아무런 대비도 하지 않고 있다.

또한 이 모든 시스템들이 정적 사용자가 최초 로그인 하는 시점에 대해서는 모두 별다른 대비책을 갖추고 있지 않고 있다. 암 그대로 사용자의 아이디와 암호가 그대로 네트워크로 전송되며 제3자에게 노출이 되고 있다는 것이다. 몇몇 사용자들은 사용자의 암호를 암호화 하여 데이터베이스에 저장해 놓는 사례들도 있다. 하지만 이는 아이디와 암호가 'Text to Open' 된 상태에서는 아무런 효과를 거두지 못할 것이다.

본 논문에서는 기존의 인증 시스템에 악의 할로알고리즘을 적용함으로써 기존히 사용해 온 Web 인증시스템의 구축을 목적으로 사용자 인증 시 안전하게 보호 되고 Web정보시스템으로의 효율적인 암호전송 방법을 제안한다. 본 연구에서 구축하게 될 인증시스템은 기존의 Web정보시스템과의 호환성을 유지하면서 현재의 인증방법에서 문제점으로 노출되고 있는 암호 Text 전송방법 및 저장/전송 방법을 구현한다. 따라서 본 논문에서는 Web정보시스템에서 전송되는 Text 암호를 MDS로 암호화 하고 이를 서버에 전달하여 서버에서는 전달 받은 암호문에 대해 Crypt를 이용하여 변환 데이터베이스 저장 및 인증할 수 있도록 시스템을 설계 구현한다.

2. 관련연구

2.1 해쉬 알고리즘[2]

해쉬 함수(H 혹은 Hash로 표기)는 임의의 길이의 입력 메세지를 고정된 길이의 출력 값으로 암축시키는 함수이다. 데이터의 무결성 검증, 메세지 인증에 사용한다. 해쉬 함수는 다음의 성질을 만족해야 한다.

일반화정합: 주어진 해쉬 값 h에 대해서 H(x)=h를 만족하는 x를 찾는 것이 계산적으로 불가능

강한 충돌 회피성: 주어진 x에 대해 H(x)=H(y)를 만족하는 임의의 입력 메시지 y(≠x)를 찾는 것이 계산적으로 불가능

(표 1) 해쉬 알고리즘

<table>
<thead>
<tr>
<th>알고리즘</th>
<th>출력길이</th>
<th>블록의 크기</th>
<th>라운드 수</th>
<th>종류</th>
</tr>
</thead>
<tbody>
<tr>
<td>MD5</td>
<td>128</td>
<td>512</td>
<td>64</td>
<td>Little</td>
</tr>
<tr>
<td>SHA1</td>
<td>160</td>
<td>512</td>
<td>80</td>
<td>Big</td>
</tr>
<tr>
<td>SHA256</td>
<td>256</td>
<td>512</td>
<td>64</td>
<td>Big</td>
</tr>
<tr>
<td>SHA384</td>
<td>384</td>
<td>1024</td>
<td>80</td>
<td>Big</td>
</tr>
<tr>
<td>SHA512</td>
<td>512</td>
<td>1024</td>
<td>80</td>
<td>Big</td>
</tr>
<tr>
<td>RMD128</td>
<td>128</td>
<td>512</td>
<td>128</td>
<td>Little</td>
</tr>
<tr>
<td>RMD160</td>
<td>160</td>
<td>512</td>
<td>160</td>
<td>Little</td>
</tr>
<tr>
<td>RMD256</td>
<td>256</td>
<td>512</td>
<td>128</td>
<td>Little</td>
</tr>
<tr>
<td>RMD320</td>
<td>320</td>
<td>512</td>
<td>160</td>
<td>Little</td>
</tr>
<tr>
<td>HAS160</td>
<td>160</td>
<td>512</td>
<td>80</td>
<td>Little</td>
</tr>
<tr>
<td>TIGER</td>
<td>192</td>
<td>512</td>
<td>56</td>
<td>Little</td>
</tr>
</tbody>
</table>

일반적으로 널리 쓰이는 해쉬 함수로는 MD5, SHA1, RMD160, TIGER 등이 있다. 이중 MD5는 메시지 일치성 계열에서 가장 잘 알려진 128비트의 해쉬 결과를 나타내며, 해쉬 알고리즘 중 연속성 도가 가장 높기 때문에 가장 널리 사용된다. 그러나 컴퓨터가 발전하면서 해쉬 알고리즘들이 점차 풀리고 있다. MD4의 경우는 이젠 아주 간단하게 이미 메시지 값을 알아낼 수 있게 되었고, MDS도 폰트 암 볼륨 컴퓨터에서 연립방정식을 이용하여 충분한 시간을 주어도 인위적으로 풀어 낼 수 있다는 것을 알고 있다. 또한, 인위적이 아닌라도 비밀번호와 같은 8자리 정도의 숫자를 해쉬 할 수 있는 값들은 이미 단순한 반복방법에 의해 어느 정도 무력화되어 있다. 하지만 아직까지도 이러한 암호문을 해독하는 데는 엄청난 비용과 시간이 소요된다. 대소문자 52자, 특수문자 30자, 도표가 대부분의 시스템이 사용하고 있는 비밀번호 포함, 2,044,140,858,654,976 가 총 조합 가능하다. 이 숫자의 절반이 가까워지기 때문에, 만약 초당 1백만번 MD5 연산이 가능하다면 단순히
대업해서라도 8개월 내에 원만한 비밀번호는 나오는 싱이다. 레플로스스키의 수퍼컴퓨터를 사용하면 1-2년 내에 에서서 다이제스트 게임은 무력화된다고 볼 수 있으며, 더욱이, 가성성이 높은 비밀번호 위주로 추천한다면 비디오 활성 시간 내에 알고리즘을 접 수 있는 방법은 영명나게 많다. 물론 이러한 여러 결과에 활성 더 적고하게 설계된 SHA 알고리즘이 있으나 본 연구에서는 MD5을 사용하여 Client Side 암호화수를 구현하고 적용해 보도록 하였다.

3. MD5&Crypt을 이용한 안전한 웹 인증 시스템

3.1 설계

3.2 MD5를 이용한 Web 로그인 암호화

본 연구에서 구축하고자 하는 Web인증 시스템은 기존의 Web정보시스템과 호환성을 가지고설계되었다. 기존 Web인증시스템과 차별화된 기능을 지원하기 위해 MD5 알고리즘을 자바 스크립트로 작성하여 Client Side Function 인 자바스크립트의 효율성을 활용함으로써 서버에 부하를 줄이고 안전하게 사용자가 입력한 로그인 정보를 서버까지 전달할 수 있도록 하였다. 또한 본 연구에서 제안한 자바스크립트에 대한 Sniffing으로 사용자 인증정보를 도용하는 것을 막기 위한 서버에서 실시 받은 해쉬 암호화 Crypt 함수를 이용해 다시 한번 암호화하여 데이터베이스에 저장하게 된다. 이때 Crypt 함수에 적용되는 Key 값은 Web정보시스템을 사용하는 사용자의 IP 또는 구별되는 특정 값을 가지고 적용함으로써 원격지 또는 다른 컴퓨터에 인증도용을 막을 수도 있다.

Client 로그인 정보 암호화자바스크립트 소스:
```
document frm.pswd.value
calcmd5(document frm.pswd.value);
document frm.submit();
```

암호문 변경:
```
공용은 eas718
MD5(eas718) : 56ff23eb22a26483b70a53dd1a8e33f1 (해쉬암호문)
```

Server 로그인 정보 암호화 Java 소스:
```
EncPwd = crypt.crypt(Salt.pwd);
```

암호문 변경:
```
Crypt(56,56ff23eb22a26483b70a53dd1a8e33f1)
```
4. 구현 및 고찰

본 시스템은 Windows 환경에서 MD5 해쉬 알고리즘을 자바스크립트로 구현 하여 Client Side 암호화 모듈을 생성하였으며 DES의 대표적인 Crypt 함수를 Java Class 함수로 구현하여 Client에는 MD5 자바스크립트로 서버에는 Class Bean을 사용하여 구현하였다. 물론 웹 인증에 대해 SSL이나 커버로스, 타임스탬프 등 많은 방법이 있다. 하지만 이들 중 별도의 서버구성과 네트워크 성능을 급격히 약어드리는 단점, 운영상의 비용 및 유지보수의 어려움 그리고 타 시스템과의 연동문제 등으로 일반적인 Web정보시스템에서는 많이 외면받는 것이 사실이다. 하지만 본 논문에서 제시한 시스템은 특별한 비용없이 누구나 쉽게 구축할 수 있으며 간의 변화 및 시스템별로 지원하는 양호 알고리즘의 응용으로 얼마든지 빠르고 안전한 시스템을 구축할 수 있다. 또한 악간의 응용으로 핫스토리온 등 여러 가지 기술에 응용될 수 있으며 향후 시스템의 발전에 따라 쉽게 유지보수/운영 될 수 있다.

5. 결론

본 논문에서는 회사 내부 또는 연구실 내부에서 사용하는 빈번 또는 악용용 시스템들의 안전한 로그인 및 사용자의 ID/PWD 유출을 막고 시스템의 불법 사용을 차단하며 악간의 유일한 키의 험가로 핫스토리온 등의 기능을 추가할 수 있도록 설계하였다. 또한 검증하고자 구현한 시스템 역시 이러한 기능을 위하여 해쉬와 DES 알고리즘을 사용한 MD5와 Crypt 함수를 이용하여 안전한 Web로그인 메커니즘을 설계 및 구현 하였으며 Client Side 언어인 자바스크립트와 서버 사이드 언어인 Java Class를 명확히 구분하여 각각의 동작을 분리하여 구현하였으며 해쉬와 DES를 이용하여 2단계의 암호화를 적용하였다. 향후 연구계획으로는 RSA 와 해쉬 또는 DES의 음용으로 사용자가 직접 로그인 하지 않아도 해당 사용자의 전자서명의 전달만으로 시스템을 사용하는 방법을 연구해볼 필요가 있다. 특히 이러한 연구는 앞으로 다가올 개인 인증서 또는 전자서명 시대에 더욱더 필요하게 될 것이며 각 사이트 별로 개인의 정보를 일일이 입력해야 되는 불편함 그리고 개별 인증서의 사용으로 개인정보의 유출을 막아줄 수 있을 것으로 기대된다.
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